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ABSTRACT

Thanks to technological advances, central bank digital currency (“CBDC”) is receiving more attention than ever before. One theory predicts that the development of blockchain and other internet application technologies will cause digital currencies to replace cash. This theory treats digital currency as a technological tool—an evolution of the form of currency through information technology. In fact, currency as a credit carrier is an institutional arrangement. The history of currency development, from precious metals to paper currency and the processing of bank bills, is driven by the evolution of a monetary system structure, not the advancement of currency carrier technology.
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The history of currency development clearly shows that currency is a credit arrangement and an advancement of the human transaction arrangement system. Until recently, currency credit has evolved uniformly to be based on national sovereign credit. From the perspective of convenience and economic compatibility and stability, this form of credit arrangement is irreplaceable, no matter what form the currency carrier adopts.

Non-traceability is one of the disadvantages of the current credit currency system. The modern economy is based on a credit economy. The integrity of individuals in economic and social behavior has a significant impact on the efficiency of economic and social operations. With economic and social activities, it is often necessary to legalize and verify the source of money individuals hold. Verification and confirmation is necessary for various purposes, such as compliance. If currency is traceable, then a trustworthy society has an institutional operating foundation, which is undoubtedly a major advancement in human institutional arrangements.

Digital currency based on internet information technology undoubtedly provides the foundation and advances the kind of human institutional arrangement discussed above. Some countries have successfully launched various digital currency pilot projects and have developed private tokens such as Bitcoin, which is evidence of the foundation created by digital currency created by information technology. Despite this, there fails to be a consistent understanding and arrangement with digital currency credit creation and recovery. Clearly, because of this inconsistency, digital currency and traditional currency will coexist for a long period of time.

Different countries around the world have developed various designs choices for CBDC. This Article is based on a comprehensive review of central bank experiments by different countries. After surveying recent research and experiments, this Article explores the different attitudes countries have toward CBDC, the role of banks, the stakeholders among CBDC, the impact of currency policy, and the pros and cons of CBDC. This Article concludes with a discussion on whether countries should use CBDC.
INTRODUCTION

In recent years, the rapid development of blockchain and financial technology has affected the global industrial chain. At the same time, blockchain and financial technology are gradually changing the entire economic system. In addition, countries have begun to study the feasibility of the proposed progressive digital currency. This is evidence that the establishment of the Internet and digital currency based on encryption technology has become a very important change in the development of financial technology. These financial technology innovations have changed the payment patterns and continue to alter the role of traditional financial institutions.

In the process of moving into the digital age, many payment services are no longer provided by traditional financial institutions. In fact, payment market has developed more diversity and competition because of the increase of non-bank payment institutions, as well as the innovation of payment technology and the change of currency patterns. Coupled with the popularization of mobile devices and the Internet, payment accounts are no longer limited to bank accounts.
Funds can also be stored in electronic payment accounts. In addition to cash, checks, financial cards, credit cards, and electronic money, future payment options may also use CBDC. Similarly, current payment methods include more than only physical ATMs and Point of Sale (“POS”) Mobile phones. Instead, payment methods include the Internet and widely-used public apps.

Nonetheless, with the increasingly complex division of labor and composition of the market, forming a safe and efficient payment ecosystem is necessary. It is also crucial to create an environment suitable for innovation, maintain the efficiency of market competition and the role of the central bank, and ensure currency functions as the foundation of trust will be the key. In addition, central banks can also take advantage of the opportunities brought by digital technology to innovate, especially the CBDC, which has recently emerged in international research. If CBDC is feasible through research and experimentation, it can be expected to serve as a new foundation for future digital payments.

Within modern economies, “some of the smallest and largest payments . . . are carried out using central bank money.”¹ This is because “central banks provide money to the public through cash, and to banks and other financial companies through reserve and settlement accounts.”² As a new type of central bank currency, CBDC is also divided into “general purpose” for the general public and “wholesale” only for inter-bank use.³ As the central bank reserves have been digitized, if the wholesale CBDC is only technically switched to the decentralized design of distributed ledger technology (“DLT”), the additional benefits that can be brought are limited.⁴ Therefore, recent international research has gradually turned to focus on general-purpose CBDC that reproduces cash functions in digital form. Accordingly, this Article focuses on general-purpose CBDC.

¹ The Bank of Canada et al., Central Bank Digital Currencies: Foundational Principles and Core Features 2 (2020).
² Id.
³ Id. at 3.
From the perspective of banks, financial technology creates challenges and opportunities for innovation. The use of financial technology-related technologies such as big data and artificial intelligence can improve the security and efficiency of the payment system, strengthen the monitoring capabilities of the payment system, and fulfill the responsibility of the central bank to promote price and financial stability. However, banks are also worried about how CBDC, as a financial technology, could damage the transmission channel of monetary policy, affect the ability to control the total currency count, increase the difficulty of financial supervision, and impact financial stability.

In addition, there are risks that cannot be ignored, such as money laundering, capital terrorism, data privacy protection, and financial stability threats. How the financial supervision authority strikes a balance between innovation and regulation is also facing a major challenge.

The digitalization of the economy is changing our payment methods. After the financial crisis in 2009, the public’s distrust of the existing financial system has intensified. Coupled with the rapid development of financial technology, payment methods that support the use of virtual currency for decentralized payment have attracted increasing attention. So far, more than 5,700 virtual currencies have been issued globally, and the overall market size has reached 270 billion US dollars. In 2019, Facebook, backed by its 2.6 billion active users, proposed the Libra project (now known as “Diem”), intending to open up third-party serial services, hoping to become one of the global currencies in circulation and improve financial services penetration rate, but it may weaken the effect of national monetary policy, thus making financial supervision more difficult.

7. ED SAIEDI ET AL., DISTRUST IN BANKS AND FINTECH PARTICIPATION: THE CASE OF PEER-TO-PEER LENDING 2 (2020); see also THE BANK OF CANADA ET AL., supra note 1 (discussing the challenges and risks of CBDC).
Under this trend, central banks of various countries have begun to take a more positive attitude towards CBDC, believing that CBDC should be used to meet the digital needs of the people. Since 2020, the COVID-19 has accelerated the trend of declining cash utilization and increasing demand for digital finance, which has further promoted the change of central banks’ attitudes towards CBDC research and development.9 This Article will first analyze the role of central banks in digital currencies, explore the current attitudes and practices of various countries towards digital currencies, and also explore the laws and risks involved in digital currencies.

I. BACKGROUND

A. FinTech Innovation

“Financial Technology ("FinTech") plays a key role in the digital transformation of the financial industry.”10 The financial industry is heavily regulated and subject to unique challenges, such as data governance, regulatory compliance, and risk management.11 These are information-intensive. As such, the implementation and utilization of financial technology to manage these information architectures is a highly discussed topic.12

In addition to well-known FinTech, newer technologies are emerging in the field. Regulatory Technology (“RegTech”) and Supervisory Technology (“SupTech”) are gaining attention within the financial industry. These technologies are possible after the emergence of key technologies such as artificial intelligence, DLT, and smart contract.13

RegTech is described as having the following four primary characteristics: agility in data organization, speed in report generation, ease of integration, and complex analytic capabilities.14 These four

11. Id.
12. Id. at 30.
13. Id.
14. DELOITTE, REGTECH IS THE NEW FINTECH: HOW AGILE REGULATORY TECHNOLOGY IS HELPING FIRMS BETTER UNDERSTAND AND MANAGE THEIR RISKS
characteristics are designed to address the common problems faced by financial institutions under heavy regulation. Governments also seek to revise laws and regulations in response to the digital transformation of the financial industry. Financial institutions are turning to RegTech to help cope with changes in regulations. RegTech can assist in the management of legal compliance processes and automatically produce reports for review. \(^{15}\) Currently, RegTech is mainly used to assist companies in automating general legal compliance process and reducing related administrative costs. \(^{16}\)

DLT combines technology with a high audit mechanism and tracking capabilities to provide participants in multiple systems the ability to share information in a low-trust environment. As a result, participants can exchange and reuse the same data in different thinking and geographic environments. Blockchains are DLTs, but all DLTs are not always blockchains. DLTs are not always in a “block” form when information is stored. \(^{17}\) Regardless, blockchains and DLTs have the same characteristics, namely “decentralization, security, censurability, and autonomous enforcement.” \(^{18}\) These characteristics make tracking financial transactions easier and more secure.

Prior to the creation of blockchains and DLTs, cash flow was complicated and difficult to track. Overseas transactions and money laundering emerged nearly simultaneously. Therefore, when financial institutions began to use decentralized ledgers or blockchains to record transactions, the internal control became easier to manage. Additionally, the new technologies made supervision by external authorities easier.

One transaction type that results from DLTs and blockchains is smart contracts. The prevalence and usefulness of smart contracts is derived from DLTs and blockchains. Smart contracts can be divided into automation and execution planes. Automation is completed with computers and potential manual controls and input. Execution planes


\(^{15}\) Id. at 4–5.

\(^{16}\) Id. at 3.


can include legal rights or obligations, and help prevent falsified execution.\textsuperscript{19} The emergence of smart contracts and their automation and execution planes will bring great changes to the financial industry. The aforementioned decentralized ledger and blockchain can ensure the security of transactions, which relieves one of the financial industry’s greatest transaction concerns. Secure transactions are a concern across the board for financial institutions, such as the loan business of the banking industry, the online insurance underwriting of the insurance industry, and the transaction matching of derivatives. Smart contracts can be used to ensure the fulfillment of the obligations of both parties, thereby increasing the effectiveness and convenience of transacting with DLTs and blockchains.

\textbf{B. Central Bank Digital Currency}

“Since the introduction of Bitcoin, private sector actors have issued more than five thousand digital currencies that lack intrinsic value and are not backed by any tangible resources.”\textsuperscript{20} When Bitcoin appeared in 2009, the initial price was U.S. $0.1.\textsuperscript{21} The highest price of Bitcoin since then was more than U.S. $42,000.\textsuperscript{22} Bitcoin has skyrocketed more than forty-two million times in roughly twelve years. The risks and derivative problems associated with the global issuance of digital currencies by private sector actors challenges the traditional role of central banks. “Facing the threat of monetary policy and financial market instability by private sector digital currency issuances, many central banks have delved into research and experimentation on central bank-issued digital currencies (CBDCs) to guarantee financial market stability and monetary policy preservation.”\textsuperscript{23}

Caitlin Long, president of the U.S. blockchain company Symbiont, proclaimed the Bank of England may be the first major

\textsuperscript{19} Id.
\textsuperscript{20} Opare & Kim, supra note 17, at 110810.
\textsuperscript{21} Ryan Browne, Bitcoin hits fresh record high near $42,000, climbing 40% so far this year, CNBC: CRYPTOCURRENCY (Jan. 8, 2021, 11:00 AM), https://www.cnbc.com/2021/01/08/bitcoin-btc-price-hits-41k-up-40percent-so-far-in-2021.html.
\textsuperscript{22} Id.
\textsuperscript{23} Opare & Kim, supra note 17.
central bank to put currency on the blockchain, and forecasted this change to be a game-breaker for payments. This can be explained in the context of foreign exchange. There are three major central banks are the Federal Reserve Bank, Bank of England, and Bank of Japan—and most international payments must go through at least one of these banks. If one of the three major central banks does not put money on the blockchain, digital currencies are not likely to be game-breakers. Conversely, if one of the three major central banks puts its currency on the blockchain, it will change how corporate treasurers transfer cash.

Cash transfer will change because most of the liquid currencies in the foreign exchange market are in these three banks. For instance, London is the financial center, but the liquidity of United Kingdom currency, the pound sterling, makes it difficult to move from Paris’ currency in euros to London. However, if the Bank of England puts the pound sterling on the blockchain, all international payments it handles will be resolved more efficiently. Consequently, the increased efficiency in international payments will be reflected in corporate treasurers by freeing up funds on corporate balance sheets and lessening the need for a financial cushion and the fear of account overdrafts. Therefore, it is not enough to put the currency of a country on the blockchain. The central bank is a key feature to elicit the anticipated changes in payment systems from digital currencies.

To understand the effectiveness of the changes brought on by digital currencies, it is useful to consider current cross-border payment operations. Currently, for example, if a Taiwanese resident uses Bank A to transfer money to relatives living in Australia. Bank A will first send the remittance information, through the Society for Worldwide Interbank Financial Telecommunication (“SWIFT”) system, to Bank B in Australia. After Bank B receives the information, Bank A will essentially have an account with Bank B, from which the money will be withdrawn. This withdrawal does not actually signify that a transfer


of the money from Bank B to Bank A has occurred. Rather, the bank simply adjusts the balance in each account. This adjustment is not instant. The bank will settle the remittances over a period of time. For instance, although the transfer of funds from the United States to the United Kingdom is usually overnight, it can take up to five days for the United States to pay a company in an emerging market.

In addition to lack instantaneous transfers, intermediate related operations usually result in a lot of costs for the transferor, including remittances, intermediate transfers, procedures for the bank to settle the money, and message fees. For example, if a medium-sized company has 1,000 bank accounts, it needs to monitor and adjust these banks accounts daily, to ensure the minimum capital requirement is met and avoid penalties, which can cause a financial burden on the company. Nonetheless, blockchain can solve these labor intensive, administrative delays and other problems by speeding up payments.

In recent years, many nations’ central banks have successively invested in CBDC research. Most central banks believe that the possibility of issuing CBDC is not high because they have no need to issue CBDC. These countries have high-efficiency payment systems that provide instant payment systems, so CBDC is not a necessity. At present, only a few countries have started to pilot and implement CBDC related plans, such as e-CNY in China, Sand Dollar in the Bahamas, DXCD in Eastern Caribbean, and E-krona in Sweden. This Article will further explain the current CBDC design.

C. Difference between Stable Coin and CBDC

One of the most well-known characteristics of cryptocurrency is its instability. The price of the currency may increase by 80% in a day, which though it may have certain advantages for some investors, it is generally not allowed in business activities due to its risky or unstable nature. In other words, stable coin arose due to a need for greater stability in the cryptocurrency market. A stable coin is a form of cryptocurrency that maintains a stable exchange rate with a certain target currency. On example is USDT launched by Tether. Users can

use USDT to exchange at a 1:1 rate with the US dollar. Because the exchange rates of countries around the world are regularly fluctuating, there has been a focus on finding a stable exchange rate for stable coins. There are currently three main stable coin models: fiat currency as collateral, cryptocurrency as collateral, and stable coin supply through algorithms.

VirgoX and GDA Capital, two cryptocurrency exchanges, jointly announced the establishment of the world’s first international stable coin organization, the World Stablecoin Association (“WSA”). They hope to unite in mainstream stable coin projects, promote cooperation and jointly promote the development of the stable coin economy. However, various countries have differing approaches to stable coins regulation. Among these, the United States has issued the most legislation this year. On September 21, 2020, the U.S. Securities and Exchange Commission (“SEC”) and the U.S. Office of the Comptroller of the Currency (“OCC”) simultaneously issued stable coin guidelines. They announced that the guidelines will provide National Bank and Federal Savings Association with the ability to hold reserves for stable coin issuers in accordance with regulations.


29. Id.


The OCC also announced on its website on January 4, 2021, that it would allow American banks to use public blockchains and USD stable coins as the settlement infrastructure in the US financial system. This news demonstrates that in the future, financial institutions will be able to use stable coins to purchase financial products, thereby accelerating the speed of cross-border clearing and settlement. Various states have also begun to take further action regarding stable coins. For example, Superintendent of Financial Services, Linda A. Lacewell, announced on December 29, 2020 that the New York Department of Financial Services (“DFS”) granted a charter under New York banking law to GMO-Z.com Trust Company Inc. (“GMO”), to operate as a limited liability trust company. With DFS approval, GMO is authorized to issue, administer, and redeem Japanese Yen and U.S. Dollar-pegged stable coins in New York. The Japanese Yen stable coin will be the first of its kind available to the public.

Just as every country begins to develop its own CBDC, there are two differing views within the United States. U.S. Federal Reserve Chair, Jerome Powell, expressed his view by stating the following in a panel discussion on digital payments hosted by the International Monetary Fund: “We do think it’s more important to get it right than to be first and getting it right means that we not only look at the potential benefits of a CBDC, but also the potential risks, and also recognize the important trade-offs that have to be thought through carefully.” With Powell’s words of caution, Chris Giancarlo, the former chairman of the US Commodity Futures Trading Commission, established the non-profit organization Digital Dollar Foundation and

34. Id.
the collaboration of the consulting company, Accenture, the Digital Dollar Project, which is proposing a framework for creating CBDC.36

In judging the operating modes of stable coins and CBDCs, their differing operating structures becomes more evident. CBDC is designed with the central bank as the top-level to promote digital currency from top to bottom. The U.S. stable currency structure is dominated by major financial institutions and follows a bottom-up plan. As they are still undergoing initial stages, their effectiveness requires further evaluation. However, it is certain that the stable digitalization of currency is currently needed.

II. CBDC DESIGN AND EXAMPLE

A. Design Choices for CBDC

On October 9, 2020, the Federal Reserve, European Central Bank, Bank of Japan, Bank of England, Bank of Canada, Swiss National Bank, Swedish Central Bank, and Bank for International Settlements (“BIS”), together, issued the first large-scale phased research report on CBDC: “Central Bank Digital Currencies: Foundational Principles and Core Features.”37 The report details the seven central banks’ consensus on the core features and basic principles for issuing CBDC and analyzes CBDC’s motivations, challenges, and risks of CBDC development. The report also describes the CBDC design and technical considerations.38


The traditional monetary system adopts a two-tier structure. For example, although cash is issued by the central bank, it relies on intermediaries, such as banks, as distributors of cash and dispenses the cash to the public via bank counters and ATMs. CBDC, on the other hand, can adopt a single-tier structure that directly issues currency from the central bank to users without relying on intermediaries. Figure 1 below gives an overview of possible architectures for CBDCs and the alternative of a narrow payments bank. These examples differ in terms of the structure of legal claims and the record kept by the central bank.
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Figure 1: Retail CBDC architectures and fully backed alternatives

B. Examples

According to a BIS survey, 80% of the world’s central banks have researched CBDCs, and half of the central banks have already

43. *Id.*
advanced to trials and operation pilots. Sweden and China demonstrate how using cash is gradually decreasing and the more positive reasons for developing CBDC to supplement or replace cash.

1. Sweden: e-krona

When Sweden first began developing electronic payments, the main focus was crime reduction. As Sweden transitions to a cashless society, Swedish bank robberies have correspondingly declined from 110 in 2008 to merely two in 2016. Although cash is still legal tender, stores may refuse cash and some banks do not accept cash deposits due to the principle of freedom of contract.

Sweden started a pilot test of e-krona in February 2020 and is working with Accenture for a one-year trial, which is expected to end in February 2021, but it can be extended by up to six years. Sweden hopes to build an e-krona technology platform in an isolated test environment to show how e-krona can be used by the public to improve the public’s understanding of e-krona.

Figure 2 below demonstrates the e-krona pilot experiment’s two-tier structure. Here, the central bank is responsible for the issuance of e-krona. Participating institutions first pay the central bank reserves to the Swedish Central Bank through Swedish Central Bank Large Payment System in exchange for an equal amount of e-krona. Then the participating agencies are responsible for allocating e-krona to

44. CODRUTA BOAR, HENRY HOLDEN & AMBER WADSWORTH, BIS PAPERS, NO. 107: IMPENDING ARRIVAL — A SEQUEL TO THE SURVEY ON CENTRAL BANK DIGITAL CURRENCY 3 (Bank for Int’l Settlements: Monetary and Econ. Dep’t. eds., 2020).


47. Riksbank, supra note 6, at 12.

users. After the user completes the activation of the digital wallet through the participating institutions, bank deposits can be converted to e-krona, and payments can be made with e-krona through digital wallets on mobile devices such as smartphones.

Although it has not been decided which technology e-krona should use, R3 Corda’s DLT technology will be tested in pilot trials. Unlike Bitcoin and other DLTs that operate on public networks, e-krona networks are private, and participating institutions must be approved by the Swedish Central Bank. In addition, Corda’s transaction verification is not as energy-consuming and time-consuming as Bitcoin, and each transaction will only be processed by a small number of nodes.

49. Id.
50. Id.
51. Id.
2. China: e-CNY

The People’s Bank of China (“PBoC”) launched its own digital currency in 2020, called Digital Currency Electronic Payment (“DCEP”), but DCEP had not been fully developed as a payment product. Rather, DCEP became a two-tier research and development (“R&D”) pilot project plan, not a payment product. This R&D plan

52. Id.
included various payment products, which China eventually named e-CNY.54

Figure 3 below demonstrates how e-CNY adopted a two-tier structure.55 PBoC could issue digital RMB to commercial banks, which could be responsible for the circulation of digital RMB in the retail market.56 In terms of roles and responsibilities, PBoC issues and manages e-CNY, including authentication, registration, and big data analysis.57 The commercial banks then could provide public wallet opening and e-CNY exchange.

56. Id.
57. Id.
Figure 3: Technical Architecture of e-CNY

Zhou Xiaochuan, the former governor of the Central Bank of China, said that the concept of DCEP is completely different from CBDC in other countries. The main differences are: (1) DCEP's second-tier institutions actually own the ownership of e-CNY, the payable guarantees, as well as corresponding systems, technologies and equipment; (2) in order to support currency stability, PBoC does not use products like Bitcoin, but adopted different methods, such as requiring 100% cash reserves; and (3) PBoC and second-tier institutions are not simply engaged in wholesale and retail relationship. The responsibilities of the second-tier institutions include understanding customers, anti-money laundering, and

58. Id. (citing BNP Paribas: „The NEW Era of Currencies of China: Digital Currency Electronic Payment (DCEP), mimeo).  
59. Zhou Xiaochuan’s in-depth interpretation supra note 54.  
60. Duong, supra note 55.
protection of users’ private data. These compliance responsibilities are all held by the second-tier institutions.

Mobile payments in China have matured rapidly with the number of people using non-cash payments exceeding 86% in 2019. Consequently, China has created small-scale closed scenarios, where cities, such as Xiong’an, Suzhou, Chengdu, Shenzhen, and Beijing have become cashless pilot programs. Taking Shenzhen as an example, PBoC plans to launch three rounds of e-CNY pilot projects, generating a total of six million yuan in e-CNY. At the end of December 2020, Beijing officially launched a e-CNY pilot in the Beijing Winter Olympics venue and attempted offline payment functions. Looking forward, in 2021, China plans as a key task to implement the e-CNY. Its introduction into the country will connect more banks and turn all currency exchanges into “data,” bringing revolutionary innovation to banks by fully transitioning the country to e-payments. Consumers will also be able to make payments offline. This opens new possibilities: in the future, all assets—including human identities—may be digitized.

61. Id.
62. Id.
64. Zhu Chenning (記者:朱晨寧), Digital RMB accelerates tosStart Beijing and Shanghai will become pilot sites (數位人民幣加速起跑 北京、上海將成試辦點), CTWANT.COM (Jan. 25, 2021), https://www.ctwant.com/article/98453.
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3. CBDC Research Project in Taiwan

In 2018, Taiwan began experimenting CBDC and focused on how blockchain can improve the bank efficiency. The CBDC research project team was established in June 2019, and the “Wholesale CBDC Feasible Technology Research” was completed in March 2020. This study believes that for Wholesale CBDC to be effective, it must be safer and more efficient than the current system, while still being able to meet the needs of the future large-value payment market. In terms of operation, the system needs to be able to operate twenty-four hours a day, provide person-to-person (“P2P”) payment functions between financial institutions, and reduce the demand for large capital costs of participants, a liquidity-saving mechanism (“LSM”) is required. In addition, the report also mentioned that “if Wholesale CBDC is to adopt a decentralized structure such as DLT, additional consideration must be given to issues such as transaction finality, privacy protection and supervision.”

Compared to Wholesale CBDC, which is limited to large-value payment transactions between banks, the transaction volume for processing is relatively limited. Users of general-purpose CBDC are widespread and prolific through various payment scenarios. Therefore, the Central Bank of Taiwan will start the “General Purpose CBDC Pilot Program” at the end of 2020, with the following design considerations:

69. Id.
70. Id.
71. Id. LSM means that when the payment bank’s account balance is insufficient, the payment instruction is not returned directly, but enters a waiting queue. After a certain time, the waiting multiple payment instructions are offset, and the net payable after offset is the payment if the bank account balance is sufficient to cover the deduction, the funds receipt and payment for these payment instructions will be completed. In this way, bank liquidity can be saved and inter-bank fund gridlock can be avoided.
72. Id. § 4.
1. **Keep cash advantage**
General Purpose CBDC should be used in the same way as cash, with a very low threshold for use, allowing anyone to open a CBDC digital wallet to benefit financial inclusion. Under the premise of complying with Anti-Money Laundering/Combating the Financing of Terrorism ("AML/CFT") and other regulations, provide anonymous payment functions. The system can operate twenty-four hours a day, seven days a week, making CBDC as readily available as cash.

2. **Use digital technology**
General Purpose CBDC has the ability to use digital technology to realize functions that cash could not provide for, such as providing loss handling mechanism, supporting interest design, programming, etc., to meet the additional needs of future digital payments.

3. **Combining centralized systems and DLT**
Modify the completely decentralized design of traditional DLT to move closer to the centralized mechanism in exchange for higher performance. That is to say, based on a centralized system, some functions (such as transaction data storage, etc.) are combined with DLT to enhance the system’s resilience, and continue to provide transaction and data services without interruption.

4. **Two-tier architecture**
The central bank issues CBDC to intermediary agencies, and the intermediary agencies provide them to users. After obtaining CBDC, CBDC can be used to directly make P2P payments between the bank and users.\(^{73}\)

The second phase of the “General Purpose CBDC Pilot Project” is currently underway, and is expected to be complete in two years. Upon completion, the results of the test at this stage will be evaluated, and if feasible, the central bank will plan to enter into pilot testing.

---

\(^{73}\) *Id.*
III. THE RISKS AND REGULATORY ISSUES OF CBDC

As central banks of various countries began to research and experiment on CBDC, the risks and regulatory issues of CBDC have continuously raised. This Article mainly focuses on three aspects that have received more attention: regulatory supervision, information security and privacy, anti-money laundering, and identity authentication.

A. Regulation

Cases in Sweden and China show that detailed evaluation and testing of related technologies are required before the actual issuance of CBDC. For example, DLT is not yet mature and thus has its limitations in application. Due to the limitations, neither Sweden nor China has adopted DLT in core systems.

It is also necessary to clarify the legal feasibility of issuing CBDC. For example, the use of account based CBDC involves publicly setting up an account in the transition. This account is regulated by the possibility of facing repercussions for illegal behaviors.

On one hand, PBoC published a draft law in October 2020 that aims to provide regulatory framework and legitimacy for a forthcoming e-CNY. The draft law states that the yuan is the official currency of the People’s Republic of China whether in physical or digital form.74 The draft law also appears to take aim at third-party efforts at yuan-backed digital currencies, stating that individuals and institutions are prohibited from making and issuing a currency designed to “replace” digital yuan circulation.75

On the other hand, internationally there is supervision of cryptocurrency. For example, in 2019, The Financial Action Task


2021] AN ALTERNATIVE MONETARY SYSTEM REIMAGINED 351

Force (“FATF”) issued an Interpretive Note to Recommendation 15 on New Technologies (“INR 15”), which further clarifies the FATF’s previous amendments to the international Standards relating to virtual assets and describes how countries and obliged entities must comply with the relevant FATF Recommendations to prevent the misuse of virtual assets for money laundering and terrorist financing and the financing of proliferation.76 This report proposes relevant regulatory guidelines for the country, including requiring: countries to assess the risks of virtual asset-related activities, relevant industries to obtain government regulatory licenses, and national authorities to have sufficient capacity to supervise the virtual asset industry.77 It is important to note the supervision cannot rely on self-regulatory organization.78

FATF recommends that when these virtual asset service providers (“VASPs”) fail to comply with FATA’s relevant regulatory regulations, the competent authorities of various countries must force the providers to comply with relevant regulatory regulations or adopt their own sanctions to implement anti-money laundering and anti-terrorism mechanisms. Countries should assess the risks and regulatory environment in accordance with its own environment, and formulate relevant regulatory policies. This means that if the country cannot afford high-intensity supervision, it may need to slow down the pace of opening up the virtual asset industry.

The other part of the FATF report is aimed at VASPs and proposes risk control guidelines to further help these companies that provide related services to understand and comply with their anti-money laundering and anti-terrorism obligations. Just like other regulated companies, VASPs need to coordinate with relevant agencies to ensure compliance with anti-money laundering and anti-terrorism regulations, while also requiring the company to protect user data privacy.

In response to the FATF’s virtual asset supervision guidelines, various governments have begun to take specific regulatory actions.

77. Id.
78. Id.
For example, in March 2020, the Financial Transactions and Reports Analysis Centre of Canada (“FINTRAC”) issued a report, which states cryptocurrency companies will be more strictly regulated in the future. Cryptocurrency companies must register as money service providers and are also obliged to comply with the following regulations: including identifying customers, monitoring business relationships, keeping records, and reporting certain types of financial transactions.79 An example comes in the form of The Monetary Authority of Singapore (“MAS”), which issued a guide on VASPs, with the hope to further regulate the anti-money laundering and anti-terrorism financing.80

B. Information Security and Privacy

Under the trend of digital finance, crisis response and defense against cyber-attacks also need to be paid more attention. After the 2020 launch of e-CNY in China, it has been discovered that fake e-CNY has appeared—especially when merchants are making payments offline.81 Regardless of whether it is real or virtual currency, there is still the problem of anti-counterfeiting. In fact, the problem may be exacerbated because cost of counterfeit digital currency may be lower. When CBDC begins to circulate in the global economy, the threat posed by cyber-attacks may cause a huge financial crisis. For example, due to service interruption, the balances of key banks may be destroyed, or encryption cannot be used, which may cause a serious liquidity crisis. Worse yet, this failure may even cause a catastrophic
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systemic financial crisis, leading to a global economic recession. Bearing these concerns in mind, the most important consideration central banks using, or implementing, CBDC should be building and supporting a technical architecture that is resistant to cyber-attacks.

On a smaller scale, many people have questioned the privacy protection of CBDC users. After the currency is digitized, all the cash flows may be more obvious, especially in the case of extensive use of big data, which often risks personal information protection. In 2019, ECB published a report “Exploring Anonymity in Central Bank Digital Currencies,”82 which discussed privacy concerns. ECB used the Corda platform to develop a proof of concept called “EUROChain,” which featured four parties, including two intermediary agencies, a central bank, and anti-money laundering agency. All parties participated in the network as a node, and the node ran a Corda Distributed Application (“CorDapp”), which allows assets to be transferred between entities.83 Within this proof of concept, the central bank established a solution to prevent money laundering and combat capital terrorism compliance procedures while still maintaining the anonymity of user identities and transaction history. This means that so long as a user does not specify open permissions, no unit can see the data.

Privacy could be further enhanced by using mechanisms such as rotating public keys, zero-knowledge proof, and enclave computing. Rotating keys, which would involve users generating new pseudonyms on a regular basis, would limit nodes’ ability to link transactions to individual users because users would be using various different pseudonyms over time.84 At the same time, intermediaries would still be aware of all transactions initiated and received by their respective clients. AML authority would know the real identities of the payer and the payee whenever transactions without anonymity vouchers were sent for approval.

In 2021, Massachusetts Institute of Technology (“MIT”) will conduct a research project with the Federal Reserve Bank of Boston

---
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on the security of bitcoin and the design architecture of CBDC. MIT will also cooperate with some major central banks and financial and technology companies. These companies, in turn, will use easy-to-understand distributed systems, cryptographic libraries and protocols, and give priority to those systems that have been used in the real world.

At the same time, relevant research will be conducted on the security of bitcoin, such as whether the decentralized system can withstand attacks from cyber hackers and how to improve the global security infrastructure of the bitcoin network.

C. Anti-Money Laundering and Identity Authentication

In the international financial system, money laundering has always been a topic of discussion. International Monetary Fund (“IMF”) estimates that the total amount of global money laundering is as high as three and a half trillion dollars each year, which is equivalent to about five percent of the global GDP. PeckShield, a blockchain security company, presented data, which was collected both through the online and offline medium, that depicted more than $1.4 billion laundered money has moved to crypto exchanges in 2020. Throughout the world, major countries are accelerating the deployment of blockchain technology and central bank digital currencies. At the same time, supervision is constantly strengthening and advancing. As blockchain technology matures, it may be possible
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to simplify the money laundering prevention process and improve efficiency by sharing financial transaction information with distributed ledgers.

Despite the optimistic potential, digital currency transactions remain difficult to track and it is difficult to completely avoid interception by government taxation and customs management systems. Instead, these transactions, collectively, have become one of the biggest black holes in the international underground economy, and even threaten foreign exchange control, thereby causing money laundering. In order to comply with anti-money laundering and anonymity requirements, the PBoC plans to install limits for wallet handling at different levels.  

If users register with a mobile phone number, the wallet limit is at its lowest level to enable small daily transactions. The limit can be raised by disclosing more personal information. Furthermore, tax fraud will become more difficult in digital transactions which are traced by the government.  

CONCLUSION

The process of creating computer software application is an evolutionary process of “centralization-decentralization-recentralization-decentralization again.” Just as there has never been a completely decentralized system or a completely centralized system in human society, after eliminating data asymmetry, there will still be central and intermediary links in the blockchain system—and even new ones may arise.

Digital currency represents of decentralization and recentralization. The design of digital currency is intended to be decentralized, aimed at changing the traditional pattern of trust monopoly, centralization, and state machinery. Objectively, it empowers enterprise centralization, thereby forming a recentralization trend. CBDC is a good example of decentralized technology applied to recentralization. In other words, the central bank is a centralized organization that builds CBDC through
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blockchain decentralized technology. This cycle of decentralization and recentralization is borne not only for the convenience of supervision, but also for the country’s subjectivity, monetary policy, and enhancement of subjectivity.

Scholars have theorized that CBDC will bring a future where digital currency replaces, or at minimum competes with, the dollar. For example, professor Niall Ferguson of the Department of History at Harvard University pointed out that China will eventually integrate their various digital platforms into a global payment system. By then, the U.S. dollar will lose its position as the world’s largest currency, and the United States will also lose its status as a superpower in financial sanctions. Hui Feng, a researcher at Griffith University in Australia, also pointed out that China may use CBDC as a weapon to challenge the international status of the dollar.

There has not yet been a case of CBDC being widely adopted. Whether users have any demand for CBDC depends on how it is designed and whether there are better alternatives. As far as developed economies are concerned, the issuance of CBDC may only be in response to the disappearance of cash, so that the public can still have another small anonymous transaction tool. For countries with low access to financial services and inefficient clearing technology, it is more likely to be issued.

From the perspective of the central bank, the benefits of issuing CBDC include reducing the social cost of using cash and promoting inclusive finance. In addition, under the monopoly of private payment companies, the issuance of CBDC provides the public with another choice of payment tools, which can improve the security of the payment system and strengthen consumer protection. These promising qualities are not a panacea meant to cure the financial and monetary concerns of all countries; each country’s situation is

different. In many countries, the utilization rate of cash is still increasing, the payment and clearing system is efficient, and there is no monopoly problem in the multi-competition of private payment companies. Therefore, the development of innovative retail fast payment systems and effective supervision may be needed to be issued by the central bank alternative to CBDC.

In summary, according to the various aspects and developments of CBDC in this Article, we can get the following conclusions:

1. Regulations must continue to innovate to keep up with technological progress;
2. Supervision technology (RegTech, SupTech) will become one of the focuses of future development;
3. Privacy and information security have become the most valuable assets in the future;
4. The dominance of fiat currency is national power. The advent of the digital age allows small countries to use financial innovation to differentiate (i.e., Sweden, Taiwan), and even rebuild the global economy;
5. The ultimate goal of digital currency is to pursue financial inclusion, not to create a greater gap between rich and poor; and
6. CBDC uses decentralized technology, but at the same time re-centralization of nation states control.