The Law and Ethics of Trade Secrets: A Case Study

Kurt M. Saunders
California State University, Northridge

Follow this and additional works at: http://scholarlycommons.law.cwsl.edu/cwlr

Recommended Citation
Available at: http://scholarlycommons.law.cwsl.edu/cwlr/vol42/iss2/3
"[N]othing is secret, that shall not be made manifest . . . ."¹

ABSTRACT

Almost every business owns proprietary information that adds value and provides a competitive advantage because the information is not known to the business's competitors. Trade secret law protects such information from theft or unauthorized disclosure. Because one of the principal policies underlying trade secret law is the maintenance of standards of commercial ethics, trade secrets are a rich source of material for exploring questions of business ethics alongside the law. This pedagogical case study offers a means to examine the legal and ethical issues involving the protection and misappropriation of trade secrets within the business environment.

I. INTRODUCTION

Decisions made by business managers are never made in an ethical vacuum; usually such decisions have a wide-reaching impact on shareholders, employees, consumers, communities, and other businesses. This case study provides a means to integrate the study of trade secret law with business ethics.² Trade secrets are a form of in-

¹ Luke 8:17 (King James).
intellectual property\textsuperscript{3} and can consist of "any information that can be used in the operation of a business . . . and that is sufficiently valuable and secret to afford an actual or potential economic advantage over others."\textsuperscript{4} Trade secret law differs from other forms of intellectual property law because it does not impose liability for mere unauthorized use; rather, the defendant must have improperly used, acquired, or disclosed the trade secret as a result of some wrongful or unethical conduct, such as by theft, fraud, or breach of a confidential duty.\textsuperscript{5} Indeed, the U.S. Supreme Court has explained that one of the principal policies underlying trade secret law is "[t]he maintenance of standards of commercial ethics."\textsuperscript{6}

At least as far back as the Middle Ages and the Renaissance, rules have existed to protect guilds and other businesses against those who used their ideas and processes without permission.\textsuperscript{7} Today, trade secrets are valuable assets for businesses of all types and sizes.\textsuperscript{8} Indeed, the very survival of a business may depend on its ability to maintain

\textsuperscript{3} See Ruckelshaus v. Monsanto Co., 467 U.S. 986, 1011 (1984) ("With respect to a trade secret, the right to exclude others is central to the very definition of the property interest.").


\textsuperscript{5} See UNIF. TRADE SECRETS ACT § 1, 14 U.L.A. 433 (1985); infra notes 52-54 and accompanying text.

\textsuperscript{6} Kewanee Oil Co. v. Bicron Corp., 416 U.S. 470, 481 (1974); see also E.I. du Pont de Nemours & Co. v. Christopher, 431 F.2d 1012, 1016 (5th Cir. 1970) ("[O]ur devotion to free wheeling industrial competition must not force us into accepting the law of the jungle as the standard of morality expected in our commercial relations."); Ed Nowogroski Ins., Inc. v. Rucker, 971 P.2d 936, 942 (Wash. 1999) ("A purpose of trade secrets law is to maintain and promote standards of commercial ethics and fair dealing in protecting those secrets."); Abbott Labs. v. Norse Chem. Corp., 147 N.W.2d 529, 533 (Wis. 1967) ("The basis of [trade secret law] is an attempt to enforce morality in business."); UNIF. TRADE SECRETS ACT § 1 cmt., 14 U.L.A. 433 (1985) ("One of the broadly stated policies behind trade secret law is 'the maintenance of standards of commercial ethics.'"); RESTATEMENT (FIRST) OF TORTS § 757 cmt. b (1939) ("The protection is merely against breach of faith and reprehensible means of learning another's secret."). For a discussion on the use of trade secret law to enforce commercial ethical conduct, see Don Wiesner & Anita Cava, Stealing Trade Secrets Ethically, 47 MD. L. REV. 1076 (1988).


the secrecy of its proprietary information.\textsuperscript{9} One study estimated a typical business may derive seventy percent or more of its value from its intellectual property.\textsuperscript{10} Theft and improper disclosure of trade secrets can be costly. Between 1992 and 1995, trade secret theft resulting from industrial espionage increased more than three hundred percent, with losses exceeding $1.5 billion in 1995.\textsuperscript{11} Once a trade secret has been disclosed, even if inadvertently, its owner may lose all protection, no matter how much was invested in its creation.\textsuperscript{12}

There have been numerous recent and well-publicized instances of trade secret misappropriation involving information technologies.\textsuperscript{13} The extent to which business managers might decide to appropriate or disclose another’s trade secret may depend on several factors, including whether: (1) they might get caught and punished, (2) they are harming an individual or entity, (3) the trade secret owner has done anything perceived to be wrong, (4) others have acted improperly as well, (5) the business will benefit from the action, and (6) whether the benefit outweighs the harm to the owner. Nevertheless, investors pay a price when it comes to light that businesses have engaged in illegal

\begin{footnotesize}
\begin{enumerate}
\item See Fraumann & Koletar, \textit{supra} note 8, at 63. “Most businesses do not realize the importance of determining what proprietary information qualifies as a trade secret. . . . [A] company’s portfolio of trade secrets changes constantly.” \textit{Id.}
\item See \textsc{Unif. Trade Secrets Act} § 1 cmt., 14 U.L.A. 433 (1985); see also Warner-Lambert Pharm. Co. v. John J. Reynolds, Inc., 178 F. Supp. 655, 659, 665-66 (S.D.N.Y. 1959), \textit{aff’d}, 280 F.2d 197 (2d Cir. 1960) (holding that although publication of the Listerine secret formula in a medical journal terminated protection; however, a company was still required to pay royalties to the inventor under the terms of their contract); Precision Moulding & Frame, Inc. v. Simpson Door Co., 888 P.2d 1239, 1243 (Wash. Ct. App. 1995) (holding that trade secret protection terminates when the owner fails to take reasonable measures to maintain secrecy).
\end{enumerate}
\end{footnotesize}
or unethical activities. The results of one study indicate the stock market "react[s] negatively to the release of news of firm illegality." 

While some trade secret cases involve industrial espionage or theft by competitors, the majority of cases have arisen in the context of departing employees accused of stealing propriety information from their former employers. Overall social welfare is enhanced when individuals are encouraged to acquire knowledge and practice useful skills where they are in demand. On the other hand, employers who have invested valuable time and resources in developing proprietary information will no longer continue to do so if there is no assurance of confidentiality by departing employees. When the available employee pool is limited or highly mobile, as is the case with advanced technologies prone to rapid rates of obsolescence, firms will have a greater incentive to hire away key employees from competitors. Situations in which courts balance a reluctance to restrain employee mobility against the protection of confidential employer assets provide fertile ground for examining the ethical responsibilities of the parties involved.

The following case study offers a means to examine the legal and ethical issues involving the protection and misappropriation of trade secrets. Part II presents a hypothetical case for discussion. Part III of-

15. Id. ("Although there were insignificant stock market effects for the whole sample, specific types of crimes such as bribery, tax evasion, theft of trade secrets, financial reporting violations and the violation of government contracts were associated with negative, abnormal stock returns.").
16. For a collection of trade secrets cases arising from the employer-employee relationships, see ROGER MILGRIM, MILGRIM ON TRADE SECRETS § 5.02(1) (2005).
18. See id.
19. See Ann C. Hodges & Porcher L. Taylor, III, The Business Fallout from the Rapid Obsolescence and Planned Obsolescence of High-Tech Products: Downsizing of Noncompetition Agreements, 6 COLUM. SCI. & TECH. L. REV. 3 (2005) (discussing the willingness of courts to enforce noncompetition agreements in high technology industries); Felix Prandl, Damages for Misappropriation of Trade Secret, 22 TORT & INS. L.J. 447, 456 (1987) ("Trade secret litigation has become an important factor of competition in certain areas of business, such as the high-tech or the chemical industry."); see also Ronald J. Gilson, The Legal Infrastructure of High Technology Industrial Districts: Silicon Valley, Route 128, and Covenants Not to Compete, 74 N.Y.U. L. REV. 575, 586-92 (1999) (describing the high level of high technology employee mobility in the Boston and Silicon Valley regions); Tamara Loomis, Non-Compete Pacts: Whether These Agreements Hold up Is Uncertain, N.Y. L.J., Aug. 24, 2000, at 5 (noting that the annual employee turnover in high technology industries had doubled over five years to twenty percent).
20. See infra notes 77-79 and accompanying text.
fers questions to stimulate and direct discussion. Part IV includes an overview of trade secret law, including readings to provide foundational material on the law of trade secrets. Part V discusses four major ethical theories to serve as an analytical framework for the analysis of the case study. In Part VI, a teaching note provides pedagogical objectives as well as suggestions for the use of the case and additional questions for discussion. The case study concludes by offering an opportunity to assess legal, ethical, and managerial aspects of protecting and using trade secrets.21

II. THE CASE STUDY

Jeremy Hart was a software engineer employed by Citadel Systems, Inc. (Citadel), a leading software and database applications developer. His colleagues and supervisor considered him one of the brightest and most insightful employees working with database applications. For the past several years, he was a member of a research team designing a sophisticated new database management system. In the course of building and refining its database management tools, Citadel developed unique protocols to solve a variety of technical problems. These protocols were not widely known or easily observable by Citadel's customers and competitors. Late last year, rumors began circulating within the software design industry that the team was nearing completion of a beta version of the system. Although this rumor was not quite true, after following a few unsuccessful design blind alleys, Hart's team made several breakthroughs to solve security and data manipulation problems arising with large databases that store multiple levels of information and are simultaneously accessible and used by hundreds of users. During his work on the project, Hart also acquired additional experience, skills, and insights into system design, database coordination, research methodology, and team interaction.

Northwell Networks, Inc. (Northwell) is Citadel's largest competitor. Several of Northwell's employees were acquainted with Hart and were aware of the nature of his work at Citadel. A few months ago, the head of Northwell's research division approached Hart and offered him a position with a higher salary, leadership opportunities, and a better benefits package than he had at Citadel. No mention was

21. For a discussion about the use of cases to discuss law, ethics, and strategic management, see Louis B. Barnes et al., Teaching and the Case Method (3d ed. 1994); Ethical Theory and Business 41-42 (Tom L. Beauchamp & Norman E. Bowie eds., 7th ed. 2004); Anne Lawton, Using a Management Driven Model to Teach Business Law, 15 J. Legal Stud. Educ. 211 (1997).
made of Hart’s work on Citadel’s database management system. After careful consideration, Hart accepted the offer and was immediately appointed the head of a research team designing a system very similar to the one he had worked on at Citadel. When he departed Citadel, Hart kept copies of his notes made during his work on the database management system. Although Hart was not required to sign a non-disclosure agreement regarding his work at Citadel, on several occasions Citadel research and development managers reminded him and other employees that their work was not to be discussed outside of the workplace.

In his work at Northwell, Hart was confronted with many new challenges, but some were the same issues and problems he faced at Citadel. He applied his skills and experience to resolve the new problems, but when it came to problems he had already encountered at Citadel, he sometimes found the approach Northwell intended to pursue less efficient or more inconclusive than what he learned at Citadel. In those instances, he often steered his team toward the solution he had already discovered. At lunch with his supervisor one day, Hart casually mentioned that in reviewing his old notes from Citadel he observed Citadel’s progress on a new database management system was further along than Northwell’s. At this point, Hart’s supervisor suggested he could probably earn the gratitude of upper management, as well as a large bonus, if he shared those notes with his team to speed up their work on the new system. When Hart resisted, his supervisor pressed, “Don’t ever forget, you’re a Northwell employee now. Your loyalty and best efforts belong to Northwell, not our chief competitor. All I can say is that if you still feel obligated to Citadel, then you won’t get far at Northwell.” After pondering their conversation for a few days, Hart turned over his notes to his supervisor.

Eventually, both Citadel and Northwell marketed large database management products that were noticeably similar in their quality, sophistication, functionality, and performance. Not long afterwards, Citadel managers started hearing industry gossip about Hart’s role in developing and refining Northwell’s system.

III. DISCUSSION QUESTIONS

1. Is trade secret law justifiable from the perspective of the public interest?
2. Based on the facts provided above, does Citadel have a protectable trade secret in any information? Was the in-
formation of value? Did Citadel take reasonable measures to maintain secrecy of the information?

3. If Northwell applied Citadel’s confidential information in developing its new system, what is the likelihood Citadel can successfully sue Northwell for trade secret misappropriation?

4. If Citadel brings suit for misappropriation, does Northwell have any potential defenses or counterarguments to such a claim?

5. Is it possible Northwell has violated the Economic Espionage Act? What does the government have to prove to establish such a violation?

6. Did Northwell act ethically in hiring Hart? Is it ethical for a new employer to hire a competitor’s former employee when the employee has knowledge of the former employer’s trade secrets? How could Northwell avoid incurring liability for misappropriation by hiring Hart?

7. Did Hart act ethically in accepting a position with Northwell? How likely would you be to accept Northwell’s employment offer under the same circumstances? Would it matter if your willingness to disclose your previous employer’s proprietary information increased or decreased your chances to be hired or promoted by Northwell?

8. How likely would you be to share proprietary information you learned at Citadel with a new employer in order to improve the development of your current employer’s new product? Does it matter whether you contributed to developing the information while at Citadel?

9. Given the potential for detection and litigation, how does a business arrive at and justify a decision to misappropriate a competitor’s trade secrets from an ethical standpoint?

10. What could Citadel have done to prevent the theft or disclosure of its trade secrets by departing employees? What should any business do to protect its trade secrets?

IV. OVERVIEW OF TRADE SECRET LAW

Protecting trade secrets is important to encourage innovation and technological development by assuring the inventor or creator that he or she will have the first chance to reap the benefits of the invest-
As the Supreme Court explained, "[t]rade secret law promotes the sharing of knowledge, and the efficient operation of industry; it permits the individual inventor to reap the rewards of his labor by contracting with a company large enough to develop and exploit it." In doing so, trade secret law protects an economic investment against "free riders" by discouraging unfair competition by those who might otherwise attempt to gain unauthorized access to and use of the information through improper means.

Many small businesses rely entirely on trade secret law to protect such intangible proprietary assets, such as manufacturing processes, business systems, customer lists, formulas, and databases. Trade secrets are protected primarily by state law. The material in this section draws upon the Uniform Trade Secrets Act (UTSA), a uniform law now adopted by forty-four states and the District of Columbia, to define the scope of trade secret protection. Particular attention

23. Id.  
25. See ROBERT P. MERGES ET AL., INTELLECTUAL PROPERTY IN THE NEW TECHNOLOGICAL AGE 29 (3d ed. 2003) ("[T]rade secrets, though important to all firms, are absolutely crucial for the small companies that drive innovation in many developing fields.").  
26. See id.  
27. UNIF. TRADE SECRETS ACT § 1, 14 U.L.A. 433 (1985). Trade secret protection, in one form or another, exists in most countries. The Agreement on Trade-Related Aspects of Intellectual Property Rights (TRIPs) provides international protection for intellectual property rights, including protection of "undisclosed information." Agreement on Trade-Related Aspects of Intellectual Property Rights, art. 39, Apr. 15, 1994, Marrakesh Agreement Establishing the World Trade Organization, Annex 1C, Legal Instruments—Results of the Uruguay Round, 33 I.L.M. 81 (1994) [hereinafter TRIPs Agreement]. Such information must (1) not be "generally known among or readily accessible to persons within the circles that normally deal with the kind of information in question;" (2) have "commercial value because it is secret;" and (3) be "subject to reasonable steps" by its owners to keep it secret. Id. The TRIPs Agreement requires Member States to protect "undisclosed information" against use by others without the consent of the owner if the use is "contrary to honest commercial practices." Id. Additionally, there is third-party liability for misappropriation if third parties knew or were grossly negligent in not knowing that such information had been obtained dishonestly. Id. n.10. The TRIPs Agreement also requires Member States to provide effective remedies for trade secret misappropriation, including injunctive relief, monetary damages, and provisional relief to prevent misappropriation and to preserve evidence. See id. arts. 44-46.  
should be paid to the requirements for trade secret protection and the conduct by which misappropriation can occur.

A. Definition of Trade Secret

The law of trade secrets provides a structure and incentive for encouraging innovation. The initial step to securing trade secrets against theft or disclosure is to identify what subject matter can be protected. According to the UTSA, a

"[t]rade secret" means information, including a formula, pattern, compilation, program, device, method, technique, or process, that:

(i) derives independent economic value, actual or potential, from not being generally known to, and not being readily ascertainable by proper means by, other persons who can obtain economic value from its disclosure or use, and

(ii) is the subject of efforts that are reasonable under the circumstances to maintain its secrecy.

Courts have found many tangible objects and intangible ideas to be trade secrets, including chemical formulas, recipes, procedures, customer and supplier lists, flow-charts, blueprints, quality control


29. Cf. Bauer & Cie v. O'Donnell, 229 U.S. 1, 10 (1913). The Patent Act "was passed for the purpose of encouraging useful invention and promoting new and useful improvements by the protection and stimulation thereby given to inventive genius, and was intended to secure to the public, after the lapse of the exclusive privileges granted, the benefit of such inventions and improvements." Id.

30. Fraumann & Koletar, supra note 8, at 63.

31. UNIF. TRADE SECRETS ACT § 1(4), 14 U.L.A. 433 (1985). The information must be "sufficiently valuable . . . to afford an actual or potential economic advantage over others." RESTATEMENT (THIRD) OF UNFAIR COMPETITION § 39 (1995); see also Metallurgical Indus. Inc. v. Fourtek, Inc., 790 F.2d 1195, 1201 (5th Cir. 1986) (discussing an example of what is considered valuable information sufficient to be a trade secret).
data, techniques, designs, business plans, forecasts, know-how, and just about any other type of nonpublic information that provides a competitive advantage to its owner. Even if constituent components of the information are publicly available, their particular combination may nevertheless be protected as a trade secret. Generally ascertainable knowledge and information that can be independently discovered or recreated upon inspection is not protected, nor is an employee's aptitude, skill, experience, manual and mental ability, and other subjective knowledge an employee obtained in the course of employment. Separating proprietary information from an employee's unprotectable knowledge, experience, and skills is sometimes difficult, particularly when the employee's knowledge or skills are superior or unique. In these instances, the interests of employee mobility and the ability of departing employees to exploit their valuable knowledge and enhanced skills is at odds with an employer's interest in preventing competitors from exploiting its proprietary information and investment in employee training and development. Here, the issue amounts to whether the employee's knowledge, experience, and skills are similar to those possessed by others working in the industry or whether the knowledge and skills are generally known or readily ascertainable by competitors through inspection.

32. See 18 U.S.C. § 1839(3) (2000); Metallurgical Indus., 790 F.2d at 1201 (quoting Hyde Corp. v. Huffines, 314 S.W.2d 763, 776 (Tex. 1958)); Sims v. Mack Truck Corp., 488 F. Supp. 592, 601 (E.D. Pa. 1980); UNIF. TRADE SECRETS ACT § 1 cmt. ("The words 'method, technique' are intended to include the concept of 'know-how.'"). There is no requirement that information exist in a tangible form, nor is there any requirement that the trade secret be in continuous use. See UNIF. TRADE SECRETS ACT § 1 cmt. The use of a trade secret could be a one-time occurrence, such as information related to a corporate merger. STEPHEN M. McJOHN, INTELLECTUAL PROPERTY: EXAMPLES AND EXPLANATIONS 296 (2003).

33. See, e.g., Union Carbide Corp. v. UGI Corp., 731 F.2d 1186, 1191 (5th Cir. 1984) (finding marketing information and strategies protectable as trade secrets); Telex Corp. v. Int'l Bus. Machs. Corp., 510 F.2d 894, 928-29 (10th Cir. 1975) (finding computer hardware to be a protectable trade secret); On-Line Techs., Inc. v. Perkin-Elmer Corp., 252 F. Supp. 2d 313, 323-24 (D. Conn. 2003) (stating that using the trade secret in research and development plans and reports constitutes use of the trade secret).

34. E.g., Rohm & Haas Co. v. Adco Chem. Co., 689 F.2d 424, 433 (3d Cir. 1982) (addressing misappropriation of a latex paint-making process by a former employee who went to work for a competitor).

35. See UNIF. TRADE SECRETS ACT § 1 cmt.


38. Cf. CVD, 769 F.2d at 852 (stating that allowing a departing employee to take general knowledge and experience "effectuates the public interest in labor mobility, promotes the employee's freedom to practice a profession, and freedom of competition").
For information to be protected as a trade secret, it must be known only by its owner and those the owner has authorized to know.\textsuperscript{39} The trade secret must have economic value because it is not generally known and is not easily discoverable by proper means.\textsuperscript{40} Value might be measured by what the information yielded, such as increased market share, profits, or enhanced production efficiency, or by the amount invested in developing the information.\textsuperscript{41} Information is known or readily ascertainable if it is available in publications such as trade journals, public records, or other sources accessible through proper means.\textsuperscript{42} If the information’s economic value results from its confidentiality, the owner must make efforts to maintain its secrecy.\textsuperscript{43} Absolute secrecy of the information is not required; rather, the owner need only use those efforts reasonable under the circumstances to maintain secrecy and ensure that the information does not become generally known.\textsuperscript{44} Such efforts might include physical measures to restrict access to the information and other policies that stress the confidential nature of the information.\textsuperscript{45} Reasonable efforts to maintain secrecy “do not require that extreme and unduly expensive procedures be taken to protect trade secrets against flagrant industrial espionage.”\textsuperscript{46} “On the other hand, public disclosure of information through display, trade journal publications, advertising, or other carelessness can preclude protection.”\textsuperscript{47}

In determining whether the precautions used were reasonable, no one set of measures will guarantee the secrecy requirement is met. The standard is flexible and courts consider all relevant facts in determining whether the business has utilized reasonable measures.\textsuperscript{48}

\textsuperscript{39} See Unif. Trade Secrets Act § 1(2).

\textsuperscript{40} Id. § 1(4)(i).

\textsuperscript{41} See McJohn, supra note 32, at 295.


\textsuperscript{43} Id. § 1(4)(ii).

\textsuperscript{44} Id. § 1 cmt. The requisite efforts taken to maintain secrecy will differ depending on the size of the business and the nature of the information to be protected. See Jermaine S. Grubbs, Comment, Give the Little Guys Equal Opportunity at Trade Secret Protection: Why the “Reasonable Efforts” Taken by Small Businesses Should Be Analyzed Less Stringently, 9 Lewis & Clark L. Rev. 421, 423 (2005); see also David W. Slaby et al., Trade Secret Protection: An Analysis of the Concept “Efforts Reasonable Under the Circumstances to Maintain Secrecy,” 5 Santa Clara Computer & High Tech. L.J. 321, 322 (1989). Although evaluated within the circumstances of the business, the courts are clear that a trade secret owner must apply definite and affirmative measures to ensure secrecy. See 2 Steven C. Alberty, Advising Small Businesses § 34:14.25 (1997 & Supp. 2001).

\textsuperscript{45} Alberty, supra note 44, § 34:14.25.

\textsuperscript{46} Unif. Trade Secrets Act § 1 cmt.

\textsuperscript{47} Id.

Furthermore, absolute secrecy would not be possible in many businesses because employees may actively use the trade secret information during the course of business. Employers have a clear business interest in protecting trade secrets disclosed in confidence to an employee during the course of his or her employment, especially when the employee held a position of trust and responsibility. This is true even when there is no confidentiality agreement between the parties; employees have a duty of confidentiality when they expressly or impliedly consent to such a duty or knew or should have known of a confidential obligation. Nevertheless, "reasonable efforts to maintain secrecy have been held to include advising employees of the existence of a trade secret, limiting access to a trade secret on [a] 'need to know basis,' and controlling plant access."  

B. Trade Secret Misappropriation

A claim for trade secret misappropriation arises when one acquires, uses, or discloses the information through improper means, which involve a breach of contract or confidential relationship or other wrongful or commercially unethical conduct. According to the UTSA,

"Misappropriation" means:

(i) acquisition of a trade secret of another by a person who knows or has reason to know that the trade secret was acquired by improper means; or

(ii) disclosure or use of a trade secret of another without express or implied consent by a person who

(A) used improper means to acquire knowledge of the trade secret; or

(B) at the time of disclosure or use, knew or had reason to know that his knowledge of the trade secret was

(I) derived from or through a person who had utilized improper means to acquire it;

(II) acquired under circumstances giving rise to a duty to maintain its secrecy or limit its use; or

(III) derived from or through a person who owed a duty to the person seeking relief to maintain its secrecy or limit its use; or

49. See E.I. du Pont de Nemours Powder Co. v. Masland, 244 U.S. 100, 102 (1917).
50. UNIF. TRADE SECRETS ACT § 1 cmt.
51. Id. § 1.
(C) before a material change of his [or her] position, knew or had reason to know that it was a trade secret and that knowledge of it had been acquired by accident or mistake.\(^\text{52}\)

Proving misappropriation involves a fact-intensive analysis. Misappropriation by way of wrongful conduct does not only involve tortious, criminal, or otherwise unlawful acts,\(^\text{53}\) but it can also include acts that violate the prevailing norms of business ethics. Further, "'improper means' includes theft, bribery, misrepresentation, breach or inducement of a breach of a duty to maintain secrecy, or espionage through electronic or other means."\(^\text{54}\) The boundary between proper and improper means of acquiring competitive intelligence is the focus of most trade secret litigation and ethical dilemmas.\(^\text{55}\)

Disclosing or using another's trade secret without permission is the other manner of misappropriation defined by the UTSA.\(^\text{56}\) In this manner of misappropriation, the defendant may have used or disclosed information he or she acquired wrongfully or knew was acquired wrongfully by someone else.\(^\text{57}\) Alternatively, the defendant may have used or disclosed another's trade secret that he or she obtained from a person who breached a duty of confidentiality. The duty of confidentiality may arise from an express duty not to disclose, found in a written confidentiality agreement, or an implied duty not to disclose, from an employment situation or similar relationship where the secret is re-

\(^{52}\) \textit{id.} \S 1(2) (alteration in original).


\(^{54}\) \textit{Unif. Trade Secrets Act} \S 1(1). "A complete catalogue of improper means is not possible. In general they are means which fall below the generally accepted standards of commercial morality and reasonable conduct." \textit{Restatement (First) of Torts} \S 757 cmt. f (1939). Nevertheless, the UTSA includes a partial list of practices that are \textit{proper} means:

\begin{itemize}
  \item \textit{Proper means include:}
  \begin{itemize}
    \item Discovery by independent invention;
    \item Discovery by "reverse engineering", that is, by starting with the known product and working backward to find the method by which it was developed. The acquisition of the known product must, of course, also be by a fair and honest means, such as purchase of the item on the open market for reverse engineering to be lawful;
    \item Discovery under a license from the owner of the trade secret;
    \item Observation of the item in public use or on public display;
    \item Obtaining the trade secret from published literature.
  \end{itemize}
\end{itemize}


\(^{56}\) \textit{Unif. Trade Secrets Act} \S 1(2)(ii).

\(^{57}\) \textit{id.} \S 1(2)(ii)(A)-(B)(I).
vealed for business purposes. Further, misappropriation may occur when it is clear from the circumstances the owner revealed the trade secret by mistake or accident.

C. Defenses to Liability

Assuming the information is not otherwise publicly available and reasonable means of secrecy have been used to protect the secret, a trade secret owner’s right to sue for misappropriation arises only when the information has been wrongfully taken or disclosed. As a result, one accused of trade secret misappropriation may escape civil liability if he or she can demonstrate that the same information could have been ascertained through proper means, such as independent discovery or reverse engineering. A trade secret does not vest in its owner a right of exclusivity. Others are free to arrive at precisely the same information through independent creation or discovery and to use it so long as they obtain their knowledge through their own independent efforts. Therefore, a person who independently invents or discovers information identical to another’s trade secret, without relying on improper means to do so, is not liable for misappropriation.

Likewise, there is no liability for misappropriation if the trade secret was ascertained by reverse engineering, the process of “starting with the known product and working backward to find the method by which it was developed.” Thus, the trade secret owner is always

58. See id. § 1(2)(ii)(B)(III).
59. Id. § 1(2)(ii)(C).
60. See id. § 1(2).
61. See id. § 1 cmt. (discussing proper means of acquiring a trade secret); see also RESTATEMENT (THIRD) OF UNFAIR COMPETITION § 43 cmt. a (1995) (“Protection is available only against a wrongful acquisition, use, or disclosure of the trade secret.”).
62. RESTATEMENT (THIRD) OF UNFAIR COMPETITION § 43 cmt. a (1995) (“The owner of a trade secret does not have an exclusive right to possession or use of the secret information.”).
63. See id. § 43 cmt. b. Some courts hold that the trade secret owner has the burden of proving the defendant did not independently develop the allegedly misappropriated trade secret, though this is not the majority view. See Moore v. Kulicke & Soffa Indus., Inc., 318 F.3d 561, 572 (3d Cir. 2003) (stating that the plaintiff has the burden of disproving independent discovery of the trade secret). But see 2 LOUIS ALTMAN, CALLMANN ON UNFAIR COMPETITION, TRADEMARKS AND MONOPOLIES § 14.28 (4th ed. 2003) (stating that the burden is on the defendant to prove independent discovery when the defendant had access to the trade secret).
64. See UNIF. TRADE SECRETS ACT § 1 cmt.; RESTATEMENT (THIRD) OF UNFAIR COMPETITION § 43 cmt. b (1995).
65. UNIF. TRADE SECRETS ACT § 1 cmt. Reverse engineering is the process of “starting with the known product and working backward to divine the process which aided in its development or manufacture.” Kewanee Oil Co. v. Bicon Corp., 416 U.S. 470, 476 (1974). Ironi-
vulnerable to the innocent discovery of the secret through proper means, including reverse engineering. However, courts have cautioned that "[t]he more difficult, time consuming, and costly it would be to develop the product, the less likely it can be considered to be "reverse engineerable." The reverse engineering defense is more likely applied in cases involving publicly available products that contain or embody the trade secret, especially those products that are easy to disassemble and inspect.

D. Remedies

The remedies available to a trade secret owner for misappropriation include (1) injunctive relief, where courts delay use of the misappropriated information for a period of time; (2) monetary damages representing profits lost by the trade secret owner and gained by the defendant without the cost of independent development; and (3) where warranted, reasonable attorney's fees.

Injunctions are appropriate for an actual or threatened misappropriation when monetary damages are inadequate and when a trade secret may be destroyed by disclosure. The purpose of a preliminary injunction is to prohibit the defendant's further use of the trade secret and maintain the status quo between the parties until trial. The injunction will remain in place for only "as long as is necessary ... to eliminate the commercial advantage or 'lead time' [over] good faith competitors that a person has obtained through misappropriation." The injunction will "terminate when a former trade secret becomes either generally known to good faith competitors or generally knowable..."
to them because of the lawful availability of products that can be reverse engineered to reveal a trade secret.\textsuperscript{75}

Some courts apply the inevitable disclosure doctrine to enjoin a former employee from working for a competitor.\textsuperscript{76} Under the inevitable disclosure doctrine, even when there has been no actual misappropriation, a former employee will be prohibited from working for a competitor when it is shown that the former employee cannot perform his or her job without unavoidably using or disclosing a former employer's confidential and trade secret information.\textsuperscript{77} The inevitable disclosure doctrine is controversial; not all courts apply it because it involves balancing the employer's right to protect its investments and trade secrets from competitors with the employee's right to freely change jobs and use the skills, knowledge, and experience he or she has gained over time.\textsuperscript{78}

Trade secret owners may also recover monetary damages for actual losses and the disgorgement of revenues for unjust enrichment.\textsuperscript{79} Recovery of actual damages is proper only for the period the information is entitled to trade secret protection, including any period the de-

\textsuperscript{75} Id. To exemplify this point, assume that A has a valuable trade secret of which B and C, the other industry members, are originally unaware. If B subsequently misappropriates the trade secret and is enjoined from use, but C later lawfully reverse engineers the trade secret, the injunction restraining B is subject to termination as soon as B's lead time has been dissipated. All of the persons who could derive economic value from use of the information are now aware of it, and there is no longer a trade secret . . . . It would be anti-competitive to continue to restrain B after any lead time that B had derived from misappropriation had been removed. Id.


\textsuperscript{78} See Treadway, supra note 76, at 622.

\textsuperscript{79} UNIF. TRADE SECRETS ACT § 3.
fendant had a competitive advantage and is thereby unjustly benefited
by the misappropriation. The court may award damages irrespective
of whether injunctive relief is granted. "A claim for actual damages
and net profits can be combined with a claim for injunctive relief...."
As an alternative method of measuring damages, the court may im-
pose a reasonable royalty for a defendant's unauthorized disclosure or
use of the trade secret if a reasonable royalty can be determined. A
reasonable royalty is a court-imposed licensing fee set at a fair market
rate. Additionally, "[i]ff (i) a claim of misappropriation is made in
bad faith, (ii) a motion to terminate an injunction is made or resisted in
bad faith, or (iii) willful and malicious misappropriation exists, the
court may award reasonable attorney's fees to the prevailing party." E. The Economic Espionage Act

In some instances, trade secret misappropriation may be prose-
ecuted as a federal criminal offense. The federal Economic Espionage

80. Id. § 3 cmt. For cases from UTSA jurisdictions discussing the calculation of dam-
gages, see, for example, Roton Barrier, Inc. v. Stanley Works, 79 F.3d 1112, 1120 (Fed. Cir.
1996) (holding an award of actual damages proper when manufacturer lost market share, re-
duced its prices as a result of competitor's entry into market, and would need a substantial
period of time to reestablish prices and margins); Univ. Computing Co. v. Lykes-Youngstown
Corp., 504 F.2d 518, 536 (5th Cir. 1974) (discussing lost profits, unjust enrichment, and rea-
sonable royalties as damages); Brown v. Rullam Enters., Inc., 44 S.W.3d 740, 744 (Ark. Ct.
App. 2001) (holding that the proper method of calculating damages is on the basis of net
profit, either lost by the injured party or gained by the wrongdoer); Kubik, Inc. v. Hull, 224

81. UNIF. TRADE SECRETS ACT § 3 cmt.

82. Id. However, if both types of relief are granted, the injunction ordinarily will pre-
vent a monetary award for the time during which the injunction is in effect. Id.

83. Id. § 3.

84. See Univ. Computing, 504 F.2d at 536-39 ("[M]ost courts adjust the measure of
damages to accord with the commercial setting of the injury, the likely future consequences of
the misappropriation, and the nature and extent of the use the defendant put the trade secret to
after misappropriation.").

85. UNIF. TRADE SECRETS ACT § 4. When considering whether to award attorney's fees
in cases involving willful and malicious misappropriation, "the court should take into consid-
eration the extent to which a complainant will recover exemplary damages in determining
whether additional attorney's fees should be awarded." Id. § 4 cmt. As to bad faith claims
and motions, courts have considered whether the plaintiff believed that there was a colorable
claim, whether the claim was vexatious or objectively specious, and whether the underlying
conduct was egregious. See, e.g., Contract Materials Processing, Inc. v. Kataleuna GmbH
Catalysts, 222 F. Supp. 2d 733, 744 (D. Md. 2002); Russo v. Baxter Healthcare Corp., 51 F.

of states also have criminal laws governing trade secret theft. See Eli Lederman, Criminal
Liability for Breach of Confidential Commercial Information, 38 EMORY L.J. 921 (1989)
(surveying state criminal laws addressing trade secrets).
Act of 1996 (EEA) prohibits the theft of trade secrets, as well as industrial espionage when the theft benefits a foreign government. The EEA definition of trade secret is similar to and as broad as the UTSA's definition.

The term "trade secret" means all forms and types of financial, business, scientific, technical, or engineering information, including patterns, plans, compilations, program devices, formulas, designs, prototypes, methods, techniques, processes, procedures, programs, or codes, whether tangible or intangible, and whether or how stored, compiled, or memorialized physically, electronically, graphically, photographically, or in writing if—

(A) the owner thereof has taken reasonable measures to keep such information secret; and

(B) the information derives independent economic value, actual or potential, from not being generally known to, and not being readily ascertainable through proper means by, the public . . . .

In determining secrecy, the information must "not be[] generally known to, and not be[] readily ascertainable through proper means by[] the public." This standard is more expansive than the UTSA, which protects information deriving value "from not being generally known to, and not being readily ascertainable by proper means by, other persons who can obtain economic value from its disclosure or use." Thus, the scope of protection is broader under the EEA since


88. 18 U.S.C. § 1832. For cases applying and interpreting the EEA, see, for example, United States v. Lange, 312 F.3d 263 (7th Cir. 2002); United States v. Yang, 281 F.3d 534 (6th Cir. 2002); United States v. Krumrei, 258 F.3d 535 (6th Cir. 2001); United States v. Martin, 228 F.3d 1 (1st Cir. 2000); United States v. Hsu, 155 F.3d 189 (3d Cir. 1998).


90. 18 U.S.C. § 1839(3). Congress did not intend to include in this definition general knowledge or skills learned on a job when an employee leaves one company and moves to another in the same or similar field. H.R. REP. No. 104-788, at 7 (1996), as reprinted in 1996 U.S.C.C.A.N. 4021, 4026.


92. UNIF. TRADE SECRETS ACT § 1(4)(i), 14 U.L.A. 433 (1985) (emphasis added). While the UTSA requires the information to be of value to others, the EEA merely requires the information to be of value to the owner. Compare 18 U.S.C. § 1839(3)(B), with UNIF.
in many cases the general public will not easily know or learn about confidential business information.

Under the EEA, it is a federal crime for any person to convert a trade secret for his or her own benefit, or the benefit of others, intending or knowing the act will injure a trade secret owner. For purposes of the EEA, an owner is "the person or entity in whom or in which rightful legal or equitable title to, or license in, the trade secret is reposed." More specifically, the EEA provides that a violation occurs when a person or organization, with intent to convert a trade secret, that is related to or included in a product that is produced for or placed in interstate or foreign commerce, to the economic benefit of anyone other than the owner thereof, and intending or knowing that the offense will injure any owner of that trade secret, knowingly—

(1) steals, or without authorization appropriates, takes, carries away, or conceals, or by fraud, artifice, or deception obtains such information;
(2) without authorization copies, duplicates, sketches, draws, photographs, downloads, uploads, alters, destroys, photocopies, replicates, transmits, delivers, sends, mails, communicates, or conveys such information;
(3) receives, buys, or possesses such information, knowing the same to have been stolen or appropriated, obtained, or converted without authorization;
(4) attempts to commit any offense described in paragraphs (1) through (3); or
(5) conspires with one or more other persons to commit any offense described in paragraphs (1) through (3), and one or more of such persons do any act to effect the object of the conspiracy . . . .

---

TRADE SECRETS ACT § 1(4)(i).

93. 18 U.S.C. § 1832(a). The government does not have to prove the defendant definitely knew the information was a trade secret. "For a person to be prosecuted, the person must know or have a firm belief that the information he or she is taking is in fact proprietary." 142 CONG. REC. S 12201, 12213 (1996). Evidence that a defendant knew the owner marked the information "confidential" or "proprietary," restricted access to the information, and required personnel to sign non-disclosure agreements is solid proof of this element. See United States v. Martin, 228 F.3d 1, 12 (1st Cir. 2000). On the other hand, a person who takes a trade secret because of ignorance, mistake, or accident, or who reasonably believes that the information is not proprietary, is not liable under the EEA. See 18 U.S.C. § 1832.


95. Id. § 1832(a)(1)-(5). The EEA requires specific intent to misappropriate and proscribes an attempt and conspiracy to misappropriate trade secrets. Id. § 1832(a)(4)-(5). Another section of the EEA addresses trade secret theft and industrial espionage by foreign governments and their agents. Id. § 1831. The offense of "economic espionage" under § 1831 requires the government also prove the defendant knew the offense would benefit or was intended to benefit a foreign government, foreign instrumentality, or foreign agent, as defined in the Act. Id. § 1831(a).
A person convicted of violating the EEA may be imprisoned for up to ten years and fined. A corporation or other organization may be fined up to $5,000,000. An additional penalty is forfeiture of property used to commit the offense or derived as a result of the offense.

V. ETHICAL THEORY AND BUSINESS

That which is legal or profitable may not always be the ethical choice. Ethics determine what we ought to do. "In its most general sense ethics is a systematic attempt to make sense of our individual and social moral experience, in such a way as to determine the rules that ought to govern human conduct, the values worth pursuing, and the character traits deserving development in life." There exists an array of approaches to guide ethical decision-making. Some theories are deontological and focus on the decision or action itself, while other theories are teleological and are primarily concerned with the outcome or consequence. Deontology defines a pre-established set of overriding standards by which ethical behavior can be measured. When an ethical dilemma arises, a person can apply these standards to define an ethical course of action, regardless of whether a good outcome results from the action. A person decides what to do in a situation by asking if a particular action is right or wrong, because the act itself is more important than its consequence. By contrast, when deciding whether an action is ethical, teleological theories focus on the result or consequence of the action, rather than on the nature of the action itself or any set of preexisting moral duties. Whether an action is morally right or wrong depends on its overall consequences.

96. Id. § 1832(a).
97. Id. § 1832(b).
98. Id. § 1834(a).
100. Id. at 20 (emphasis omitted).
101. Id. at 52.
102. See id.
103. See id.
105. De George, supra note 99, at 52.
106. Id.; Shaw, supra note 104, at 43.
Business ethics is concerned with how business managers ought to behave.\textsuperscript{107} "Ethical theories attempt to systematize ordinary moral judgments, and to establish and defend basic moral principles."\textsuperscript{108} This section examines four predominant ethical theories that can be used to guide business managers in making ethical decisions: (1) formalism; (2) rights theory; (3) utilitarianism; and (4) justice theory. The strengths and weaknesses of each ethical theory are also presented. The discussion then turns to the ethical responsibility of business with a focus on applying these ethical frameworks to profit maximization, with stakeholder analysis as contrasting approaches to decision-making.

\textit{A. Formalism}

Formalism is a strict deontological approach to ethical decision-making most often associated with Immanuel Kant, a moral philosopher who believed certain ethical norms apply universally, irrespective of their consequences.\textsuperscript{109} Kant viewed people as moral actors who could make ethical decisions by applying a universal principle that he referred to as the "categorical imperative."\textsuperscript{110} For Kant, an act is either right or wrong in itself; even a wrong act that leads to a good result is unjustifiable.\textsuperscript{111} One formulation of the categorical imperative is we should act or judge an action by applying it universally—whether a rule or decision is one a rational person would want applied universally to all people in every situation.\textsuperscript{112} This principle sets out an ethical norm of universal reciprocity that places each person in the posi-

\textsuperscript{107} See De George, supra note 99, at 24.
\textsuperscript{108} Id. at 51.
\textsuperscript{109} See Shaw, supra note 104, at 53.
\textsuperscript{111} See Kant, supra note 110, at 38-39; see also Shaw, supra note 104, at 53.
\textsuperscript{112} Kant, supra note 110, at 38-39. This principle can be thought of as a formulation of the Golden Rule as enunciated in Judeo-Christian religious texts. See De George, supra note 99, at 52; Shaw, supra note 104, at 56; Luke 6:31 (King James) ("And as ye would that men should do to you, do ye also to them likewise."); Babylonian Talmud: Shabbath 31a ("What is hateful to you, do not to your neighbor . . . "). Examples of universal rules are: It is always wrong to steal from others and Never tell a lie. Kant also restated the categorical imperative to explain that we should always treat others as an end and never as a means to an end. Kant, supra note 110, at 46-47.
tion of owing an obligation to all others.\textsuperscript{113} As a strict deontologist, Kant believed a person renders an ethical decision based on what is right, regardless of the consequences or results of the act.\textsuperscript{114} Thus, an ethical rule is categorical because it guides us independent of the result sought.\textsuperscript{115} Moreover, Kant believed it is wrong to objectify individuals—to treat others merely as a means to an end.\textsuperscript{116} He argued that one person cannot use another simply to satisfy his or her own interests.\textsuperscript{117}

Suppose a business desires to end its performance of a contract because the deal has been much less profitable than originally anticipated. To justify this action, the business owner applies the following ethical rule: \textit{I am entitled to cancel a contract that proves to be less profitable to me than I expected.} According to Kant, the business owner would not select this rule as a universal norm because he would not want this rule applied to him by another contracting party.\textsuperscript{118} Moreover, such a rule would ultimately undermine all contracts\textsuperscript{119} and lead to economic instability. Nor would it be right for the business owner to except his own contracts from being rescinded by others. Kantian formalism holds that the principle governing the action must be universalized, and to make an exception for yourself is immoral.\textsuperscript{120} As such, this rule does not satisfy the categorical imperative, and it is wrong to repudiate a contract merely because it turns out to be less profitable than expected.\textsuperscript{121}

The main criticism of Kantian formalism is its premise that moral rules are absolute.\textsuperscript{122} As such, they narrowly emphasize universal du-

\textsuperscript{113}. See \textsc{Kant}, supra note 110, at 39.
\textsuperscript{114}. See id.; see also \textsc{Shaw}, supra note 104, at 53.
\textsuperscript{115}. See \textsc{Kant}, supra note 110, at 38-39.
\textsuperscript{116}. Id. at 46-47.
\textsuperscript{117}. Id.; see also \textsc{Ethical Theory and Business}, supra note 21, at 22-23; \textsc{Shaw}, supra note 104, at 56-57.
\textsuperscript{118}. See \textsc{Kant}, supra note 110, at 39.
\textsuperscript{120}. See \textsc{Kant}, supra note 110, at 39; see also \textsc{Shaw}, supra note 104, at 56.
\textsuperscript{121}. This is also a well-established rule of contract law. See 407 E. 61st St. Garage, 244 N.E.2d at 42 ("[A] party [is not permitted] to abrogate a contract, unilaterally, merely upon a showing that it would be financially disadvantageous to perform it; were the rules otherwise, they would place in jeopardy all commercial contracts."); Hancock Paper Co. v. Champion Int'l Corp., 424 F. Supp. 285, 290 (E.D. Pa. 1976) ("The fact that [a party does] not profit from its contract... does not render its performance impossible.").
\textsuperscript{122}. \textsc{Ethical Theory and Business}, supra note 21, at 25-26; \textsc{Shaw}, supra note 104, at
ties above particular obligations that may arise only in specific roles or relationships.\textsuperscript{123} Such formulaic reasoning may lead to extreme or unfair results.\textsuperscript{124} To illustrate, consider the universal rule directing: \textit{Never cause harm to another person}. Because the rule is absolute, we could never justify using physical force that results in injury to an attacker, even in self-defense.\textsuperscript{125} Another important limitation of strict deontology is it provides no guidance when a person is confronted by two conflicting rules and does not know which to follow; formalism does not explain how to determine which rule trumps the other to resolve the dilemma.\textsuperscript{126}

\section*{B. Rights Theory}

Rights theory represents another formulation of deontology.\textsuperscript{127} According to this theory, a key factor in determining whether a decision is ethical is how the decision affects the rights of others.\textsuperscript{128} Rights are justified claims for or against something; they may be either positive or negative.\textsuperscript{129} Negative rights obligate people to leave the rights-holder alone when he or she undertakes certain activities; positive rights obligate people to do something for the rights-holder.\textsuperscript{130} When there is disagreement over the relative strength or importance of competing rights, the more fundamental right under the circumstances prevails.\textsuperscript{131} Rights theory dictates that before a business acts, it must consider carefully how its decision will impact the rights of others.\textsuperscript{132}

\begin{thebibliography}{99}
\item \textsuperscript{123} Ethical Theory and Business, supra note 21, at 26.
\item \textsuperscript{124} See Shaw, supra note 104, at 58 (discussing when exceptions to a rule may be desirable).
\item \textsuperscript{125} Cf. id. (discussing that it may be permissible to steal rather than starve).
\item \textsuperscript{126} De George, supra note 99, at 92.
\item \textsuperscript{129} De George, supra note 99, at 98-99.
\item \textsuperscript{130} Id. at 99; see also Ethical Theory and Business, supra note 21, at 29-30; Shaw, supra note 104, at 63.
\item \textsuperscript{131} See De George, supra note 99, at 99-100; Shaw, supra note 104, at 63.
\item \textsuperscript{132} Shaw, supra note 104, at 64.
\end{thebibliography}
As such, rights function as a constraint on what a business may do to serve its own ends.  

Although rights theory is intended to emphasize rights rather than duties, each right implies a corresponding duty on the part of others. To apply rights theory, the decision-maker must determine which fundamental rights are involved and how they should be ranked in importance. It is often difficult to agree which rights are fundamental.

Another limitation of rights theory is its lack of guidance for prioritizing rights and correlative duties. For example, is an employee's right to privacy in the contents of his email or briefcase more fundamental than the employer's right to protect confidential proprietary information? In addition, rights theory emphasizes the costs and overall consequences of enforcing one right over another. For instance, if an employee has a right to a job, how motivated will she be to put forth her best efforts to maintain or improve the quality of her work?

C. Utilitarianism

Utilitarianism is the most well-known teleological or consequentialist theory of ethical justification. Under utilitarian theory, the morality of an act is judged by the good or bad produced by its consequences in terms of social benefit or utility. A utilitarian assumes

---

133. Id.
134. See DE GEORGE, supra note 99, at 99; ETHICAL THEORY AND BUSINESS, supra note 21, at 29.
136. See ETHICAL THEORY AND BUSINESS, supra note 21, at 30-31; SHAW, supra note 104, at 65.
137. See ETHICAL THEORY AND BUSINESS, supra note 21, at 30-31.
138. See DE GEORGE, supra note 99, at 100.
140. DE GEORGE, supra note 99, at 57. There are two major forms of utilitarianism: act utilitarianism and rule utilitarianism. Id. at 61-65; ETHICAL THEORY AND BUSINESS, supra note 21, at 20-21; SHAW, supra note 104, at 48. Act utilitarianism assesses each action according to whether it maximizes benefits over detriments. DE GEORGE, supra note 99, at 61; ETHICAL THEORY AND BUSINESS, supra note 21, at 20; SHAW, supra note 104, at 48. Rule utilitarianism holds that certain general rules must be set out and followed even though following these rules may result in less overall utility than if they were not followed. DE GEORGE, supra note 99, at 62; ETHICAL THEORY AND BUSINESS, supra note 21, at 20; SHAW, supra note 104, at 48.
material things generate utility or satisfaction, and an efficient allocation of resources contributes to overall material abundance. The only concern is whether one action from among the available alternative actions produces maximum social utility. An action is morally proper when it produces "the greatest amount of good for the greatest number of people affected by the action." Much like a cost-benefit analysis, the ends justify the means when the common good is maximized. This simplicity is the main strength of utilitarianism as an ethical construct: our decision is ethical when we do what is best for society as a whole.

A major criticism of utilitarian theory is it subordinates the interests of the individual and minority to the attainment of greatest overall gain. In addition, utilitarianism does not address the likelihood that each increment of profit or material value yields decreasing marginal utility to its recipient. Often, a utilitarian analysis must also attempt to measure things that are not easily measurable. For instance, how do we measure a unit of happiness or satisfaction? Likewise, utilitarianism is of limited value in decision-making when the outcome is not clear, and it does not provide a standard for predicting the success or failure of particular actions or for quantifying utility generated. The well-being of an individual can be sacrificed for an action that brings society greater satisfaction, leading to unfair distributions of benefits or unjust results for those not benefited.

141. See De George, supra note 99, at 57; Ethical Theory and Business, supra note 21, at 19.
142. De George, supra note 99, at 57.
143. Id.; see also Ethical Theory and Business, supra note 21, at 18; Shaw, supra note 104, at 47.
144. De George, supra note 99, at 57; see Ethical Theory and Business, supra note 21, at 18.
145. See Ethical Theory and Business, supra note 21, at 18; Shaw, supra note 104, at 49.
146. Ethical Theory and Business, supra note 21, at 21.
147. See id. at 21-22.
148. Id. at 21; Shaw, supra note 104, at 50.
149. Ethical Theory and Business, supra note 21, at 21; Shaw, supra note 104, at 50.
150. See Ethical Theory and Business, supra note 21, at 21-22.
151. Id. at 21. Because rights theory is deontological, a rights theorist would argue that when a claim based on the assertion of a right conflicts with a claim based on a consequence or utility, the claim based on assertion of a right must always trump the claim based on a consequence. See De George, supra note 99, at 80.
152. See Shaw, supra note 104, at 48 (discussing researchers who intentionally infected
D. Justice Theory

Justice theory is based on the idea of fairness. It is another teleological approach to ethical decision-making, articulated by philosopher John Rawls. This theory states that ethical decisions are guided by fairness and lead to an equitable distribution of society’s resources. Distributive justice expresses sensitivity as to how to share the benefits and allocate the burdens of society in making decisions. Rawls suggests considering how to distribute benefits and burdens as if in the “original position”—in a natural state—and under a “veil of ignorance,” to prevent knowing a particular social status. He recommends considering the rules to impose on society without regard to whether a person would be rich or poor.

Rawls also posits building a fair system in which income and benefits would be distributed unequally only when it would benefit all or the least advantaged. This result follows since decision-makers are behind the veil of ignorance and would not know whether they would be advantaged or disadvantaged until the veil was lifted. As such, decision-makers would be less likely to act solely out of self-interest, which is the main strength of Rawls’ theory.

According to justice theory, while decisions are to be guided by fairness and impartiality, the main focus is on the outcome of the decision. Ethical justice is measured by the likelihood that a decision

mentally retarded children with viral hepatitis to expand understanding of the disease, and possibly excusing the practice as producing the “most good for the whole society”).


154. See John Rawls, A Theory of Justice (1971); Rawls, supra note 153. Aristotle also enunciated the theory of justice as fairness. See Aristotle, Nicomachean Ethics 1130b-1131a (Roger Crisp trans., 2000). Aristotle argued that society should aim to equitably distribute benefits and opportunities, with the goal of alleviating inequalities. See id. This does not mean that every member of society is entitled to an equal distribution; rather, they are entitled to a distribution based on their legitimate needs. See id.

155. See Rawls, supra note 153, at 164-65; see also Shaw, supra note 104, at 101-03.

156. See Rawls, supra note 154, at 7; see also De George, supra note 99, at 101; Shaw, supra note 104, at 103-04.

157. Rawls, supra note 154, at 118-68; see also Shaw, supra note 104, at 96-98.

158. See Rawls, supra note 154, at 17-22, 130-36; see also Shaw, supra note 104, at 98.

159. See Rawls, supra note 154, at 136-42; see also Shaw, supra note 104, at 98.

160. Rawls, supra note 154, at 137; see also Shaw, supra note 104, at 98.

161. Rawls, supra note 154, at 10-11; see also Ethical Theory and Business, supra note 21, at 630-31.
would be fair to all members of society, particularly the least advantaged. In other words, Rawls suggests resolving ethical dilemmas without considering the personal position held in relation to the outcome and whether a person would incur a benefit or suffer a detriment as a result of the ultimate decision.

Justice theory postulates a person would make the most socially just and fair decision in this situation. For instance, consider a corporation facing the decision of whether to relocate a factory from a prosperous and relatively affluent region to an economically distressed part of the country. In deciding a course of action that most fairly allocates social benefits and burdens, the corporation may decide to relocate the factory because the residents in the distressed region have fewer employment opportunities and a lower standard of living.

Justice theory shares some of the criticisms often applied to rights theory. It treats equality and fairness as absolutes, without considering the costs involved in achieving equality or a fair distribution. For businesses, such costs may be significant because they may include fewer incentives for innovation, reduced profits, or lower productivity. Moreover, justice theory assumes it is possible to accurately measure wealth or advantage as a basis for allocating social benefits. In many instances, however, this is unrealistic.

E. Decision-Making and the Ethical Responsibility of Business: Profit Maximization vs. Stakeholder Analysis

The most obvious context for analyzing ethical dilemmas in the business environment is managerial decision-making. Profit maximization is the traditional goal guiding business decision-making, making a firm's primary responsibility to maximize profits and obey the law. The main thrust of this position is economic and stresses the

162. See RAWLS, supra note 154, at 11; see also ETHICAL THEORY AND BUSINESS, supra note 21, at 631-32.
163. RAWLS, supra note 154, at 118-68; see also ETHICAL THEORY AND BUSINESS, supra note 21, at 633.
164. RAWLS, supra note 154, at 11; see also ETHICAL THEORY AND BUSINESS, supra note 21, at 633.
165. See ETHICAL THEORY AND BUSINESS, supra note 21, at 45. Profit maximization is based on the laissez-faire theory of capitalism widely espoused by Adam Smith in the eighteenth century. See ADAM SMITH, THE WEALTH OF NATIONS (C.J. Bullock ed., 1909) (1776). Profit maximization also justified the decision in DODGE v. FORD MOTOR CO., 170 N.W. 668 (Mich. 1919), where shareholders of Ford sued when the board of directors reduced the price
interests of the firm's owners or shareholders. Assuming it does so within the bounds of the law, a firm that maximizes long term profits in a competitive market also increases productivity and allocative efficiency. Thus, the inquiry is whether an otherwise lawful action will lead to profit maximization. By maximizing profits, firms ensure that scarce economic resources are allocated to the uses society values most highly, thereby maximizing overall economic welfare. If an action does not maximize profits, then the rational firm should not undertake the action. If an action is illegal, then the threat of punishment should deter a firm from engaging in such conduct.

Advocates of profit maximization often look to utilitarianism as a source of ethical justification. Because profit maximization under competitive conditions results in the most efficient allocation and use of resources, those actions that maximize profits will be morally supportable. In addition, utilitarianism does not inevitably support profit maximization because profit maximization can also involve utility costs that may outweigh gains in utility resulting from greater efficiency.

Rights theory could also be used to support profit maximization, because activities, such as maximizing profits, contribute to realizing certain positive economic rights and should be protected. However, of their cars and refused to declare a special dividend. Id. at 670-71. The court stated, "[a] business corporation is organized and carried on primarily for the profit of the stockholders." Id. at 684; see also Local 1330, United Steel Workers v. United States Steel Corp., 631 F.2d 1264, 1277 (6th Cir. 1980) (refusing to prohibit a steel manufacturer from closing an unprofitable and obsolescent plant).

166. ETHICAL THEORY AND BUSINESS, supra note 21, at 45.


168. See Friedman, supra note 167.

169. See id.

170. See id.


172. Hasnas, supra note 171, at 67; see also DE GEORGE, supra note 99, at 57.

173. Hasnas, supra note 171, at 67; see also DE GEORGE, supra note 99, at 57.

174. See Hasnas, supra note 171, at 67; see also DE GEORGE, supra note 99, at 57-58.

175. See DE GEORGE, supra note 99, at 99 (discussing positive and negative rights).
other rights-based claims may overcome profit maximization when the two rights conflict.\textsuperscript{176}

Those who reject profit maximization as the main goal for business typically point out that maximizing profits usually benefits only one set of the firm's constituents: its owners or shareholders.\textsuperscript{177} This argument submits that profit maximization may result in harm to employees, consumers, communities, the environment, and society as a whole.\textsuperscript{178} For instance, a U.S. corporation decides to outsource some of its operations to China in order to cut labor costs. This decision may in fact increase corporate profits and overall economic welfare, but the consequences to former employees and the surrounding community may be dire.\textsuperscript{179} As such, some argue that rather than acting only to maximize profits for owners, a business should balance owner or shareholder interests against the interests of other constituencies.\textsuperscript{180} According to this approach, businesses have different constituencies, or stakeholders, who often have conflicting goals.\textsuperscript{181} A business is responsible to society at large and, more directly, owes fiduciary responsibilities to its stakeholders.\textsuperscript{182} In making ethical and responsible decisions, businesses may consider the interests of not only owners but also employees, consumers, and the broader community.\textsuperscript{183}

\textsuperscript{176} See Ethical Theory and Business, supra note 21, at 30-31.

\textsuperscript{177} See Hasnas, supra note 171, at 69-70.

\textsuperscript{178} See Ethical Theory and Business, supra note 21, at 47.

\textsuperscript{179} On the other hand, not outsourcing operations to China may result in the need for the corporation to raise prices or accept lower profits and pay lower dividends. In the long run, this may steer investors away and result in less production and lower overall social welfare. Thus, supporters of profit maximization might argue that business managers should not concern themselves with social responsibility, either because market forces will lead them to social responsibility if it is economically efficient, or because government regulation will step in if there is sufficient public dissatisfaction. See Friedman, supra note 167.


\textsuperscript{181} See Millon, supra note 180, at 12.

\textsuperscript{182} Freeman, supra note 180, at 247; Millon, supra note 180, at 12; see Spoerl, supra note 180, at 297. In resolving a shareholder suit, for example, the court in A. P. Smith Manufacturing Co. v. Barlow, 98 A.2d 581 (N.J. 1953), recognized that the board of directors could properly consider the public welfare of society in deciding to make a charitable contribution on behalf of the corporation to Princeton University. Id. at 590.
decisions, a firm should balance the interests of its various stakeholders and be managed for the benefit of all of its stakeholders.\(^\text{183}\)

Although utilitarian theory might justify the stakeholder approach to decision-making, if recognizing each stakeholder's interest would yield more net utility than not, advocates of stakeholder analysis often look to deontology as a standard of ethical justification.\(^\text{184}\) Underlying Kant's categorical imperative is a concern for the interests of others that directs a firm to act as it would want all other firms to act.\(^\text{185}\) Moreover, Kantian formalism stresses the dignity of the person, so that considering and respecting the interests of stakeholders is consonant with respecting their humanity.\(^\text{186}\)

Rights theory can also justify a decision arrived at through stakeholder analysis. If we assume each of the firm's stakeholders has positive economic rights, the implication is that the firm also has certain duties to those stakeholders.\(^\text{187}\) In applying stakeholder analysis, the firm must first determine the stakeholders who will be affected by the decision and then assess the impact of the decision on them. The firm must balance the interests of each to make ethical decisions that do not unfairly benefit or harm one group over another.\(^\text{188}\)

Obviously, the rights of relevant stakeholders often conflict.\(^\text{189}\) When the firm does not maximize profits, investors and owners receive lower returns, employees may be paid lower wages, and consumers may pay higher prices or have fewer choices. The consumers' interest in lower prices may conflict with employees' interest in higher wages or with the community's interest in keeping the firm's plant in operation, even though relocating it would mean more efficient production and lower wages. Further, stakeholder analysis does not answer the ultimate questions of when to give priority to one group of stakeholders over another and why the firm's immediate constituen-

\(^{183}\) See Ethical Theory and Business, supra note 21, at 48.

\(^{184}\) See id. at 59-63, 67 (discussing the deontologies of Kant and Rawls).

\(^{185}\) See Kant, supra note 110, at 38-39.

\(^{186}\) See id. at 47.

\(^{187}\) See De George, supra note 99, at 99.

\(^{188}\) See Shaw, supra note 104, at 64. Interests include (1) owners and investors wanting to maximize profits, (2) members of the community where the business is located wanting to preserve jobs, (3) employees expecting job security and higher wages, (4) government regulators demanding compliance with applicable laws and regulations, and (5) consumers seeking product quality and lower prices. See Freeman, supra note 180, at 250-252 (describing the rights of the stakeholders).

\(^{189}\) See Freeman, supra note 180, at 250.
cies should be favored over society as a whole. Finally, opponents of stakeholder theory often argue that market forces, public opinion, and the law are sufficient to constrain unethical business practices.\(^{190}\) As such, they argue that business managers should focus their efforts on obeying the law and maximizing profits.\(^{191}\) Whether profit maximization or stakeholder analysis should be the preferred basis for business decision-making remains an ongoing debate in business ethics.\(^{192}\)

VI. TEACHING NOTES

A. Teaching Objectives

This case study is intended to spark an appreciation for the legal and ethical issues that arise in businesses owning trade secrets. The main objectives for teaching the case are to:

1. Recognize the importance of trade secrets in business.
2. Acquire an understanding of trade secret law.
3. Identify legal and ethical issues involving the use of trade secrets.
4. Apply the legal principles of trade secret law to a fact situation and reach a conclusion.
5. Acquire an understanding of ethical frameworks used in business decision-making.
6. Analyze the ethical aspects of trade secret misappropriation.

The ultimate pedagogical goal of this case study is to encourage expanding the ability to analyze the legal and ethical issues into practical recommendations for businesses that want to develop and safeguard their trade secrets.

---

190. See Hasnas, supra note 171, at 69-70.
191. See id. at 70.
B. Potential Uses of the Case

A number of theorists have proposed educational models that recognize the importance of confronting ethical dilemmas in the process of moral development.193 These and other models support the use of legal case studies as a means of promoting the development of ethical reasoning skills.194 This case study can be used as part of a variety of courses devoted to intellectual property law or business law.

C. Discussion

From a public interest standpoint, protecting trade secrets is important to encourage innovation, creativity, and technological development by assuring the inventor or creator that he or she will be given the first chance to harvest the benefits of the investment.195 Using trade secret law to protect information represents a choice not to publicly disclose the information and to safeguard its value by preventing access to competitors.196 In doing so, trade secret law protects an economic investment against free riders by discouraging those who might otherwise attempt to gain unauthorized access to the information through improper means.197 Moreover, trade secret law encourages the development and exploitation of those inventions that might not be protected under the patent laws, but which still have an important role to play in technological and scientific advancement.198


198. See LANDES & POSNER, supra note 17, at 359.
Applying the UTSA, the analysis of this case involves two steps: does Citadel have any protectable trade secrets, and, if so, were any of the trade secrets misappropriated? A protectable trade secret is (1) information, (2) which derives independent economic value, (3) from not being generally known or readily ascertainable through proper means by those who can obtain economic value from its disclosure or use, and (4) is the subject of reasonable efforts under the circumstances to maintain its secrecy.\(^{199}\) Based on the facts provided, Citadel has a protectable trade secret in all valuable information not known or readily discoverable by Northwell, and Citadel maintained the information as a secret by reasonable means.

The design protocols that Citadel engineers used, but were not known or detectable by consumers and competitors, would likely be protectable. Trade secrets include know-how, research results, and so-called negative information or “blind alleys.”\(^{200}\) This “includes information that has commercial value from a negative viewpoint, for example the results of lengthy and expensive research which proves that a certain process will not work could be of great value to a competitor.”\(^{201}\)

It is crucial to determine whether Citadel used reasonable efforts to maintain secrecy in the disclosure and use of information by its employees that would give rise to an inference that further disclosure was not permitted.\(^{202}\) If Citadel used reasonable efforts, it may have a

---

\(^{199}\) UNIF. TRADE SECRETS ACT § 1(4).

\(^{200}\) See supra notes 32-33 and accompanying text.

\(^{201}\) Cf. Electro-Craft Corp. v. Controlled Motion., Inc., 332 N.W.2d 890, 901 (Minn. 1983) (“[T]he employer cannot complain of the employee’s use of information if the employer has never treated the information as secret.”). In Spottiswoode v. Levine, 730 A.2d 166 (Me. 1999), the court identified and considered the following factors in addressing this issue:

1. the extent to which the information is known outside the plaintiff’s business;
2. the extent to which employees and others involved in the plaintiff’s business know the information;
3. the nature and extent of measures the plaintiff took to guard the secrecy of the information;
4. the existence or absence of an express agreement restricting disclosure; and
5. the circumstances under which the information was disclosed to any employee, to the extent that the circumstances give rise to a reasonable inference that further disclosure without the plaintiff’s consent is prohibited.

Id. at 175 n.7; accord Dicks v. Jensen, 768 A.2d 1279 (Vt. 2001). Other “factors to determine the reasonableness of efforts to maintain the information’s secrecy, includ[e] whether parties had a written agreement not to compete, whether knowledge was confined to any restricted
valid claim. However, Citadel is unlikely to have any protectable interest in Hart’s aptitude, skill, dexterity, manual and mental ability, and such other subjective knowledge he obtained in the course of his employment because an employee’s aptitude, skill, experience, and general knowledge are not information for purposes of trade secret law.  

If Citadel subsequently discovers Northwell applied Citadel’s know-how and other confidential proprietary information contained in Hart’s notes in developing Northwell’s new system, Citadel will need to prove Northwell obtained the information through improper means. Here, this might include inducing Hart to breach his fiduciary duty of confidentiality to Citadel. Likewise, Hart may face liability for disclosing such information, knowing he was under an obligation to keep it secret.

Given these facts, it is unlikely Northwell could assert reverse engineering or independent discovery as a defense. However, Northwell could argue Citadel did not use reasonable means to maintain secrecy because it did not require Hart to sign a confidentiality agreement or return his notes before departing. This argument will not likely be successful because employees owe a fiduciary duty of loyalty to the employer even in the absence of such an agreement. Whether Citadel should have implemented other means of securing its proprietary information and know-how is also a relevant consideration. The facts also give rise to possible prosecution under the EEA.

Any criminal action against Northwell will hinge on proof that group of employees, and the extent of measures to guard access to the information.” Id. at 1284 (citations omitted).

203. See supra notes 36-38 and accompanying text.
204. See UNIF. TRADE SECRETS ACT § 1(1).
205. See id. § 1(2)(ii)(B)(II).
206. See supra notes 52-54 and accompanying text.
207. See supra notes 66-67 and accompanying text.
208. See supra notes 49-50 and accompanying text.
209. RESTATEMENT (SECOND) OF AGENCY § 387 (1958) (“[A]n agent is subject to a duty to his principal to act solely for the benefit of the principal in all matters connected with his agency.”); see also Churchill Commc’ns Corp. v. Demyanovich, 668 F. Supp. 207, 211 (S.D.N.Y. 1987); Rubner v. Gursky, 21 N.Y.S.2d 558, 561 (N.Y. Sup. Ct. 1940).
Northwell had specific intent to convert Citadel’s trade secrets in hiring Hart and accepting his research notes.211

2. Ethical Analysis of the Case

When a business decides to misappropriate another’s intellectual property, decision-makers may be unaware of the consequences or may attempt to justify their decision using profit maximization or stakeholder analysis as supported by traditional ethical theories. For instance, a business may base a decision to misappropriate on the grounds of profit maximization; that misappropriation, even if detected, will result in greater efficiency, higher profits and sales, or lower costs.212 Here, Northwell gained access to valuable information that likely sped up its development of a rival product, allowing it to avoid at least some research and development costs it would have otherwise incurred. Another point worth considering, however, is the long-term effect on profits if the misappropriation leads to litigation and negative publicity.

By contrast, stakeholder analysis would begin by identifying all of the stakeholders who may be affected by the decisions and actions at issue. Here, the stakeholders include shareholders of the corporation, Northwell employees, the public, the customers, and perhaps the software industry. What responsibility does Northwell owe to each? Will the investing public perceive Northwell’s and Hart’s actions in a negative light? If so, will such an image influence how others in the supply chain deal with Northwell?

Turning to application of the ethical theories, a Kantian analysis would condemn misappropriation as a violation of the universal rule against stealing what belongs to another.213 In applying Kant’s categorical imperative, Northwell must consider whether it wants to do business in a market where competitors could so easily and cheaply appropriate the results of their investment in research and development. Rights theory would examine the rights of the various parties involved in this case.214 Citadel has a property right in the software due to its investment in the product’s development. What rights do

211. See 18 U.S.C. § 1832(a).
212. See supra notes 165-170 and accompanying text.
213. See supra notes 110-121 and accompanying text.
214. See supra notes 128-137 and accompanying text.
Hart and Northwell have? Furthermore, do consumers have a right to benefit from the greater efficiency achieved in managing databases and the lower prices that may result from increased competition by other software developers seeking to create even better tools? Hart may argue he has a right to benefit from changing employers, and imposing liability on him will diminish his and other employees' ability to increase their incomes, take advantage of better job opportunities, and enhance their experience and bargaining positions. Likewise, the connections between employee mobility, competition, and increased economic growth may implicate the public interest as well.\(^\text{215}\)

Alternatively, a business might rely on utilitarian analysis to conclude that infringement in the name of providing a competitive substitute will ultimately result in greater social utility and consumer satisfaction.\(^\text{216}\) A utilitarian would consider whether more good is ever produced by hiring away employees from competitors with the intent of learning their trade secrets by balancing the costs against the possible benefits.\(^\text{217}\) In applying utilitarian theory to this case, we must first identify who is most affected by the decision, and then weigh the benefits and detriments to those most involved. Northwell will likely increase its profits from Hart's development of the software, while consumers of Northwell's products will benefit from savings gained from more efficient database management tools. Citadel may lose first-mover advantage in the market, but it is likely to develop competing software that will yield additional profits, though less than it may have earned had it been the first to market such a product.

However, if there is no liability for misappropriation of a business's trade secret, then there will be no incentive in the future to engage in inventive activities because it would be cheaper to wait for others to develop an innovation and then appropriate it from them.\(^\text{218}\) In the long run, however, this free riding will likely lead to an overall decline in innovation and technological development because there

\(^{215}\) Cf. *Landes & Posner*, supra note 17, at 365-66 (suggesting that the performance of Silicon Valley firms and the economic growth in the surrounding area greatly surpassed that of the firms along Route 128 in Massachusetts because employee mobility and new business start-ups were more dynamic, due to the unenforceability of noncompetition agreements in California).

\(^{216}\) See supra notes 143-145 and accompanying text.

\(^{217}\) See supra notes 140-145 and accompanying text.

will be no reward for innovation. Similarly, justice theory would question the overall fairness of the result achieved by Hart’s and Northwell’s actions. It is unlikely that if Hart was in the original position and under the veil of ignorance, not knowing whether he might be an employee or a trade secret owner, he would choose a rule that allowed employees to freely disclose or sell an employer’s trade secrets.

3. Managerial Implications

There are a number of time-tested strategies Citadel, or any other business for that matter, can do to prevent theft or disclosure of its trade secrets. The first step to protecting trade secrets is identifying them. A business’s portfolio of trade secrets should be regularly audited as some information will become obsolete and not commercially viable over time, while new proprietary information will be generated and must therefore be protected. Once a business has used due diligence to identify all proprietary information that may qualify as trade secrets, then the business should adopt, implement, and periodically reassess a set of affirmative practices to safeguard those trade secrets.

Of course, the type of measures applied to maintain secrecy will depend on the nature of the information, the type of business involved, and other relative circumstances. Measures that would be considered reasonable for a large corporation may not be reasonable for a small business due to the expense of such measures.

A comprehensive and proactive trade secret protection strategy in this case might include the following measures: labeling as SECRET, PROPRIETARY, or CONFIDENTIAL all documents containing the information; limiting distribution and physical access through locks, access codes, computer passwords, firewalls, or security guards; disseminating detailed policies to all who have access to the information.

219. See id.
220. See supra notes 153-158 and accompanying text.
221. See supra notes 158-164 and accompanying text.
222. Fraumann & Koletar, supra note 8, at 63.
224. See Fraumann & Koletar, supra note 8, at 63-64.
225. See McJohn, supra note 32, at 306-09.
to prevent inadvertent disclosure or distribution; limiting the number of and tracking all copies of relevant documents, including sign out and sign in procedures; encrypting the information; specifically-drafted licensing agreements for external users or licensees of the trade secret; and surveillance of employees or visitors to the business site. If the trade secret must be disclosed to employees, customers, suppliers, joint venture partners, or other licensees, then the trade secret owner should do so on a need to know basis and conduct briefings for new employees and exit interviews for departing employees. The employer should take steps to inform the user of the information's proprietary nature.

Using confidentiality and noncompetition agreements should be carefully considered. Many employees and managers, as a condition of employment, sign agreements acknowledging the employment creates a relationship of confidence and trust with respect to specified information. By entering into a noncompetition agreement, an employee agrees not to work for any business that is a competitor of the employer for a specified period of time after the end of his employment. These agreements could be used with independent contractors, consultants, or other partners of the trade secret owner because individuals may someday become a competitor of the trade secret owner.

Similarly, confidentiality and noncompetition agreements can be useful in defining the confidentiality expectations of the employer, proving that the trade secret owner used reasonable means to maintain the secrecy of the information, and establishing that an employee was aware of a duty to maintain its secrecy or limit its use. Most states recognize and enforce noncompetition agreements as long as the restrictions are reasonable as to their geographical and temporal scope and their restrictions on the scope of competitive activities.

227. Id. at 906; see UNIF. TRADE SECRETS ACT § 1 cmt., 14 U.L.A. 433 (1985). For additional suggestions as to practical steps to maintain secrecy, see MILGRIM, supra note 16, § 1.04.
228. See MERGES ET AL., supra note 25, at 73-74.
229. See generally KURT H. DECKER, COVENANTS NOT TO COMPETE (2d ed. 1993).
230. See supra note 49 and accompanying text.
should consider using confidentiality and noncompetition agreements to protect its databases and other proprietary information.\textsuperscript{232}

\section*{VII. CONCLUSION}

Almost every business owns proprietary information that adds value and provides a competitive advantage because it is not known by competitors. Trade secret law is intended to ensure basic norms of commercial ethics in a competitive market and to encourage investment in research by providing a means to capture the returns from the development of successful innovations.\textsuperscript{233} Accordingly, trade secret law protects confidential and commercially valuable information from being improperly disclosed or appropriated.\textsuperscript{234} The dual nature of trade secrets—as an intellectual property right and as a safeguard against commercial immorality—makes the study of this area useful for exploring legal and ethical aspects of using and protecting confidential proprietary information, particularly when employees are involved.

This case study is a tool to explore the law of trade secrets and the ethical judgments confronting a business when trade secrets are involved in a business decision. The fact scenario forming the basis for this case study represents a set of circumstances not uncommon in many trade secret disputes. Ultimately, by analyzing this case, one should gain a deeper understanding of how to make ethical judgments and manage legal risks when trade secrets are at stake.

\begin{itemize}
\item[\textsuperscript{232}] See Sharon K. Sandeen, A Contract by Any Other Name Is Still a Contract: Examining the Effectiveness of Trade Secret Clauses to Protect Databases, 45 IDEA 119, 144-50 (2005).
\item[\textsuperscript{233}] See Kewanee Oil Co. v. Bicron Corp., 416 U.S. 470, 481 (1974).
\item[\textsuperscript{234}] See UNIF. TRADE SECRETS ACT § 1, 14 U.L.A. 433 (1985).
\end{itemize}